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Reference & Installation Manual

Important Installation Considerations:

Maximum Peak to peak ripple voltage on AUX is 500 millivolts.

Low voltage on the battery generated when battery is below 10.7 volts
Deep discharge protection on the battery operates 7.7 + 0.3 volts.

If output voltage drops below 11.3 volts a fault is signal is generated.

Warranty

For complete warranty information on this product please refer to the Limited Warranty
Statement found on our Web site: www.paradox.com/terms. Your use of this Paradox
product signifies your acceptance of all warranty terms and conditions.

Limitations of Alarm Systems

It must be understood that while your Paradox alarm system is highly advanced and
secure, it does not offer any guaranteed protection against burglary, fire or other
emergency (fire and emergency options are only available on certain Paradox models).
This is due to a number of reasons, including by not limited to inadequate or improper
installation/positioning, sensor limitations, battery performance, wireless signal
interruption, inadequate maintenance or the potential for the system or telephone lines
to be compromised or circumvented. As a result, Paradox does not represent that the
alarm system will prevent personal injury or property damage, or in all cases provide
adequate warning or protection.

Your security system should therefore be considered as one of many tools available to
reduce risk and/or damage of burglary, fire or other emergencies, such other tools
include but are not limited to insurance coverage, fire prevention and extinguish
devices, and sprinkler systems.

We also strongly recommend that you regularly maintain your security systems and stay
aware of new and improved Paradox products and developments.

TBR-21: In order to comply with TBR-21, standard force dialing must be enabled.

UL And ULC Warnings
This equipment has the capability of being programmed with features not verified for
use in UL installations. To stay within UL and ULC standards, the installer should use the
following guidelines when configuring the system:
«  All components of the system should be UL listed for the intended application.
If used for fire detection, the installer should refer to NFPA Standards #72, Chapter 2.
In addition, once installation is complete, the local fire authority must be notified of
the installation.
«  WARNING: This equipment must be installed and maintained by qualified
service personnel only
This equipment must be verified by a qualified technician once every three years.
All keypads must use an anti-tamper switch.
Do not bypass fire zones.
Maximum allowed entry delay is 45 seconds.
Maximum allowed exit delay is 60 seconds.
Minimum 4 minutes for bell cut-off time.
The following features do not comply with UL requirements: Bypass Recall and Auto
Trouble Shutdown.
Do not connect the primary indicating device to a relay. The installer must use the
bell output.
To comply with UL985, the auxiliary power output should not exceed 200mA.
Do not connect the zone ground terminal with UL Listed products.
The metallic enclosure must be grounded to the cold water pipe.
All outputs are Class 2 or power-limited, except for the battery terminal. The Class 2
and power-limited fire alarm circuits shall be installed using CL3, CL3R, CL3P, or
substitute cable permitted by the National Electrical Code, ANSI/NFPA 70.
EOL resistor part #2011002000
For UL Installations: Universal UB1640W 16.5VAC min 40VA
All outputs are rated from 11.3 Vdc to 13.5 Vdc
12 Vdc 4 Ah rechargeable acid/lead or gel cell backup battery (YUASA model #NP7-
12 recommended) for residential use. Use a 7 Ah battery to comply with fire
requirements.
Wheelock 46T-12 siren

Paradox, STAY- D Magellan, Spectra, and BabyWare are trademarks or registered
trademarks of Paradox Security Systems (Bahamas) Ltd. or its affiliates. Patents 2008/
10193, 2292187, 2648482, 7965171 RE#39406 ZL.200780016140.6 apply together with
other. Canadian and international patents may apply. Other patents may be pending. All
rights reserved. Specifications may change without prior notice.

©2015 Paradox Security Systems Ltd.
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Part 1: Introduction

Features

32 zones (any of which can be wireless or keypad zones).

32 users and 32 remote controls (one per user).

In-field upgrades: Update the panel’s firmware by connecting it to a PC via a 307USB Interface and then using the Winload
software (V2.80 or higher).

Menu-driven programming for the Installer, Master, and Maintenance codes. This enables you to program the panel through a
simple and easy to use interface, without the use of section numbers.

Multiple telephone numbers for event reporting: Three for the monitoring station, five for personal dialing and one for pager
reporting. Up to five persons can now be contacted by the panel in case of alarm.

Calendar with daylight savings time (enable section [730], option [1] and choose section [731] to put in the Country Code):
You can now select 1 out of 18 different country groups each with its own pre-programmed local daylight savings time. You can
also customize the daylight saving time by programming sections [732] and [733].

New Sleep arming method: Similar to Stay arming, Sleep arming allows users to remain in a protected area, but provides a
higher level of protection. For example, in a two-story house, the perimeter is protected with Stay arming. With Sleep arming,
the perimeter as well as the main floor is protected (motion detectors, etc.), allowing you to roam the second floor and sleeping
quarters.

Connect up to 15 hardwire keypads on the 4-wire communication bus.

Push button power reset: Convenient reset button saves time when a momentary powerdown is required as opposed to having
to physically disconnect the control panel’s power cables. Press and hold the RESET switch for five seconds. The STATUS
LED will start flashing. Within 2 seconds of this flashing, press the reset switch again. The panel will reset to default and
restart. Also, you can reset all programmable sections to factory default values in section [950].

Available in 433MHz or 868MHz.

Supports Memory Key (PMC-4 and PMC5).

RF jamming supervision (section [700], option [5]): The control panel will report a trouble if the RF signal is being jammed.
Supports SIA reporting format to central station.

System Overview

Module Description Maximum number per system
K32RF 32-Zone Wireless LED Keypad Module 8

K10V/H, K32, K32+,K32LCD, 10 and 32-Zone Hardwired LED and LCD Keypad 15 total including ZX8
K32LCD+, K32LX, K35, K636, Module, Touchscreen

TM50
ZX8 ZX8SP 8-Zone Expansion Module 3
RPT1 Magellan Wireless Repeater Module 2
VDMP3 Plug-In Voice Dialer 1
IP100 or IP150 IP Internet Module 1
RTX3 Wireless Expansion Module (Spectra SP only) 1
PCS250 or PCS250G GSM/GPRS Communicator Module 1
RX1 Wireless Receiver Module 1
PGM4 4 output Expansion Module 1
HUB2 2-Port HUB and Bus Isolator 1

Modules Current Consumption List
Module Current Consumption Module Current Consumption
K10V/H Min. = 44mA / Max. = 72mA K32LX 120mA
K32 Min. = 49mA / Max. = 148mA TM50 Standby:100mA / Alarm: 200mA
K32 + Min. = 49mA / Max. = 148mA TM50 Standby:100mA / Alarm: 200mA
K32LCD Min. = 43mA / Max. = 86mA PCS250 Standby:100mA / Alarm: 450mA
K32LCD + Min. = 43mA / Max. = 86mA PCS250 Standby:100mA / Alarm: 450mA
K32RF Min. = 48mA / Max. = 130mA PCS250G Standby:100mA / Alarm: 450mA
K35 Min. = 30mA / Max. = 70mA RX1 25mA
ZX8 Min. = 29mA / Max. = 31mA IP150 100mA
RTX3 Min. = 61mA / Max. = 143mA PGM4 Min. = 13mA / Max. = 150mA
IP100 Min. = 90mA / Max. = 120mA HUB2 Min. = 24mA / Max. = 50mA
VDMP3 Min. = 28mA / Max. = 28mA K636 Min. = 15mA / Max. = 30mA

Magellan / Spectra SP 1



Specifications
MG5000 / MG5050
Power rating
Power consumption
Aux. power *

Battery

Battery charging current
On-board zones

Bell output **

On-board PGMs

Dimensions

Weight
Operating temperature
Humidity

16.5 VAC (50 or 60Hz) minimum 20 VA (40 VA recommended)
MG5000: 1.2A(Max.), 85mA (ldle) MG5050: 1.2A(Max.), 95mA (Idle)
600 mA typical, 700 mA maximum, fuseless shutdown at 1.1A

12 VDC, 4Ah/7Ah

350 mA

MG5000: 2, MG5050: 5

1A (fuseless shutdown at 3A)

MG5000: 2
MG5050: 4 (1+/- trigger)
All on-board PGMS are 100mA low-current outputs

MG5000: 14 x 10.4cm (5.5 x 4.17)
MG5050: 19 x 10.2cm (7.5 x 47)

1849
0°C to 50°C (32°F to 122°F)
5% - 90%

* Cannot exceed 200 mA for UL installations
** Cannot exceed 1A for UL installations

SP4000 / SP5500 / SP6000 / SP65 / SP7000

Power rating

16.5Vac (50 or 60Hz) minimum 20VA (40VA recommended)

Power consumption SP4000: 1.2A(Max.), 50mA (Idle), SP5500: 1.2A(Max.), 70mA (ldle), SP65: 1.2A(Max.), 66mA (ldle)

SP6000: 1.7A(Max.), 100mA (Idle), SP7000: 1.7A(Max.), 120mA (Idle)

Aux. power SP4000: 450mA, fuseless shutdown at 600mA SP5500 / SP6000 / SP7000: 600mA typical,
SP65: 500mA, fuseless shutdown at 750mA 700mA maximum, fuseless shutdown at 1.1A
Battery 12Vdc, 4Ah/7Ah

Battery charging current

On-board zones

Bell output
On-board PGMs

Dimensions

Weight

Operating temperature
Humidity
Standards

SP5500: 350 mA
SP6000 / SP7000: 350 mA / 850 mA

SP4000 / SP65: Limited by 1.1A supply current
(AUX consumption - no dedicated battery current

limit circuit)

SP4000: 4 SP6000: 8

SP5500: 5 SP65: 9
SP7000: 16

1A (fuseless shutdown at 3A)

SP4000: 1
SP5500: 2

SP6000: 2+(2 optional) (all +/- trigger)
SP65: 3 (all +/- trigger)

SP7000: 4 (all +/- trigger)

All on-board PGMS are 100mA low-current outputs
SP4000: 14 x 6.6cm (5.5 x 2.6”)

SP5500: 19 x 8.9cm (7.5 x 3.5”)

SP6000: 19 x 9cm (7.5 x 3.57)

SP4000: 12 g
SP5500: 16 g
SP6000: 20 g

0°C to 50°C (32°F to 122°F)

5% - 90%

EN 50131-1, EN 50131-3, EN 50131-6 Type A, Security Grade 2
Environmental Class II/ Certification Body: Intertek

SP65: 14 x 6.6cm (5.5 x 2.6”)
SP7000: 20.3 x 10.8cm (8 x 4.25”)

All control panel outputs are rated to operate between 10.8Vdc and 12.1Vdc

30hrs backup
150mA

60hrs backup
50mA

Recharge to 80%(@350mA)
20 hrs.

7AHr

2 Reference & Installation Manual



Part 2: Installation
o I—————__—_—__mee

21 Location and Mounting
Before mounting the cabinet, push the five white nylon mounting studs into the back of the cabinet. Pull all cables into the cabinet
and prepare them for connection before mounting the circuit board into the back of the cabinet. Select a centralized installation
site on the main floor that isn't easily accessible to intruders and leave at least 5cm (2in) around the panel box to permit adequate
ventilation and heat dissipation. The installation site should be dry and close to an AC source, ground connection and telephone
line connection. Avoid installation near or in the path of strong RF fields (i.e. neon lights, computers), on or near metal objects,
circuit breaker boxes, air conditioners and heater ducts since they may cause interference and reduce sensitivity. Avoid installing
the control panel in the basement. IMPORTANT: To comply to EN 50131 requirements, unit must be installed in an
approved tamper enclosure.
& Do not cut, bend or alter the antennas and ensure that electrical wires do not cross over the antennae as these
may affect the signal reception.
2.2 EN 50131 Compliancy
In order to meet with EN 50131 compliancy you will require the following:
* EN Metal Box
* Tamper Antenna
» Tamper Kit (TK278)
» Firmware version 4.96
23 Earth Ground
Connect the zone and dialer ground terminals from the control panel to the metallic enclosure and cold water pipe or grounding
rod as per local electrical codes.
For maximum lightning protection, use separate earth grounds for the zone and dialer grounds as shown in the
PCB Layouts for each respective panel. For UL installations, the metallic enclosure must be grounded to the
cold water pipe.
24 AC Power
Do not use any switch-controlled outlets to power the transformer. Connect the transformer as shown in Figure 1 on page 3. Use
Table 1 to determine the required transformer.
Table 1: Transformer Requirements Table
Transformer: Amseco XP-1620 16VAC 20VA UL: Universal UB1640W
(not verified by UL) 16.5VAC 40VA
DC Power Supply rated at: 1.1A 1.5A
Auxiliary Supply can provide a maximum of: |typ: 600mA, max: 700mA typ: 600mA, max: 700mA
Do not exceed 200mA for UL installations
Acceptable Battery Charge Currents 350mA 350mA/700mA
25 Backup Battery
To provide power during a power loss, connect a 12Vdc 4Ah rechargeable acid/lead or gel cell backup battery as shown in Figure 1
below. Use a 7Ah battery to comply with UL fire requirements. Connect the backup battery after applying AC power. When installing,
verify proper polarity as reversed connections will blow the battery fuse.
251 Battery Test
If the battery is disconnected or if the battery fuse is blown, a No/Low Battery failure will appear in the keypad'’s trouble display
(see Trouble Display on page 61). This trouble will also appear if the battery’s capacity is too low or if the voltage drops to 10.5V
or lower while the control panel is running on the backup battery. At 8.5V or lower, the panel shuts down and all outputs close.
Figure 1: AC Power and Backup Battery Connections
Partial PCB view
. Rechargeable Battery
UL Warning: UL/ULC - 12Vdc / 4Ah or 7Ah

A 12Vdc / 7Ah battery is required to comply
with UL fire requirements.

Caution:
Disconnect battery before replacing the fuse.

Improper connection of the
transformer may result in
damage to the system.

Magellan / Spectra SP 3



2.6 MG5000 PCB Layout

Used for In-Field Firmware upgrade EBUS and Dialer used for Antennas
through a 307USB Direct Connect VDMP3 plug-in voice module
Interface. See Connecting to for voice reporting.
WinLoad on page 59 for details. —
Press and hold the RESET — - E@
button for five seconds. The Charge LED:
STATUS LED will start Charging and Battery test LED x| T
flashing. Within 2 seconds IEI-
of this flashing, press the = "STATUS" LED: Do not cut, bend or alter
reset switch again. The > g n Flash once every second = Normal A the antennas and ensure
panel will reset to default B : Flashes ON 1 second and OFF 1 second = that electrical wires do
and restart. S F® . FF Any trouble not cross over the
L————» & 2 Always ON = Panel is using phone line antennae, as this may
F ) Y s s Fast flash 6 seconds after power up = Installer affect signal reception.
our pin connector ok ot
can be used for
quick installation of a "RX" & “TX” LED: il‘_t;
MG5000 keypad. 2 @iz Flashes quickly when Paradox M
SERVICE = =:(""S <4— receiving or transmitting RF signals K:ra Po'clcjmory
2 X from wireless devices. Y ( ’
KEYPAD L PMC5)
N ﬂ RESET
» |1 .
== = =1 = ah | ¢— Disconnect telephone
+AUX- GRN YEL : z line before servicing.
S[R?ICE gre
KEYPAD
Refer to AC Power >
& Backup Battery == NV VFARALX  IARQVN
Connections on L_— | peparodocea RJ31X
page 3. REB%%LK L_AC__IpoMIPeM2L TBELL _L TAUX_ | GRNYEL ) 71 C 22 GND R-1_T-1_RNG TP CA38A
The "BELL" output will shutdown if >lzla |z Ll
the current exceeds 3A. Refer to Single Zone 5% |6
Inputs on page 13
Cold water
pipe
AWG#14 single grounding
Connection for Self-Contained Bell/Siren conductor solid /
copper wire
The sum of the Ground
A current drawn Py I <—clamp
from the BELL :I + I
and AUX must be B
:’:::f:g:;;f’:{g:;;;‘, TRIGGER + To provide maximum lightning protection To metallic '
r Jed). Exceedi B we strongly recommend having separate enclosure
this limit will overload the [ | [ earth connections for the dialer and zone
panel power supply and SELF-CONTAINED ground terminals.
lead to complete system BELL/SIREN
shutdown. %
Max. amount of keypads = 15 keypads
A Max. current = 700 mA
+ Max. distance of keypad from panel = 76m (250 feet)
- Max. total run of wire = 230m (750 feet)
AUX Power

Refer to transformer requirements on page 3 for Aux.
Power Output. To connect additional wiring to auxiliary
power, use the red (+) and black (-) keypad connectors.
Auxiliary power will shut down if current exceeds 1.1A. If , Magellan Keypad
the auxiliary output is overloaded and is shut down, you Forrthe k?ypad s ?onte th o
must disconnect all loads from the output for at least 10 contigurations, reter to the [

. Installer Quick Menu. If EOL is o
secqnds before reconnecting any load back to the enabled: see section [706] option ]
auxiliary output.

[2]. Also refer to Single Zone
Inputs on page 13.

This equipment must be installed and
maintained by qualified service personnel only.
For UL and C-UL warnings, refer to the UL and
C-UL Warnings section at the back of the
Reference & Installation Manual.

=]

r
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2.7 MG5050 / MG5050 EN PCB Layout

Charge LED: Do not cut, bend or
Charging and battery test MG5050 EN 50131 Immunity to Attenuation Test A Zﬁzz :get :;fzzg';: ca:ld
LED When performing the attenuation test, replace antenna A with the following: A wires do not cross
Status LED: » For a 433 MHz panel, use an antenna with a length of 10.2 cm (4 in.) over the antennae, as
+ Flash once every second = « For a 868 MHz panel, use an antenna with a length of 6.1 cm (2.4 in.) this '";?y affect signal
. EIZ!EZL ON 1 second and Once the test is complete, reinsert the original antenna (A) in its place, and reception.
OFF 1 second = Any trou- connect the wires (not shown) to a zone input programmed for tamper. <4—— Antennas
ble
+ Always ON = Panel is - -
using phone line N2 EBUS and Dialer used for =
« Fast flash 6 seconds after VDMPS3 plug-in voice module W B
power up = Installer lock for voice reporting. RN —
enabled ¢ e Press and hold the
wRy" @ «TY” . RESET button for five
RX" & T)-( LED: Paradox Memory Key &N, —1t seconds. The STATUS
Flashes quickly when (PMC-4, PMC5)  — || - LED will start flashing
receiving or transmitting RF 2= | = @ Used for In-Field Firmware upgrade Within 2 seconds of
signals from wireless == - through a 307USB Direct Connect . ;
devices | . this flashing, press the
. ] Interface. See Connecting to . f
m||m . . reset switch again. The
=g WinLoad on page 59 for details. panel will reset to
SERVICE PGM Trigger: This = ¢ default and restart.
KEYPAD b jumper allows you to I
N choose whether the solid 2 R 2
H EH B § state relay PGM (PGM4 SERVICE s R @ Disconnec
i ~ KEYPAD . R CRl
only) is grounded (-), or &+ telephone
+AUX-= GRN YEL] A (0] . T .
- gives out 12V (+). = REseT line before
Four pin connector can (] servicing.
be used for quick
installation of a |
MG5050 keypad. s NNV NNDNN) RU31X
RE&#K L_AC__ILTBELL _IPGMIPGM2PGM3PGM4 | TAUX- |GRN YEL 21 C 22 23 C 24 25 6D R1 T1 RNG TP CA38A
Refer to AC Power
& Backup Battery | | zlz1212 [}
Connections on \.| O|a|x|o
page 3. Refer to $ingle Zone
/ Inputs oh pdge 13
The "BELL" output will__y, |
shutdown if the current Cold
exceeds 3A. [ Tam,perf water
antenna for . pipe
_ _ _ EN 50131 AWG#14 single " ||grounding
Connection for Self-Contained Bell/Siren compliancy conductor solid
copper wire m
4| Ground
j * Qf I clamp
B + To metallic '
El - enclosure
[ 1
SELF-CONTAINED L
BELL/SIREN

limited to 1.3A (40VA transformer strongly recommended).
Exceeding this limit will overload the panel power supply and lead
to complete system shutdown.

f The sum of the current drawn from the BELL and AUX must be

Max. current = 700 mA
Max. distance of keypad from panel = 76m (250 feet)
Max. total run of wire = 230m (750 feet)

é Max. amount of keypads = 15 keypads

+ -
AUX Power :
Refer to transformer requirements on page 3 for Aux. Power For the keypad's zone Magellan Keypad
Output. To connect additional wiring to auxiliary power, use configurations, refer to the o
the red (+) and black (-) keypad connectors. Auxiliary power Insta!ler Quick Menu. ”.
will shut down if current exceeds 1.1A. If the auxiliary output EOL is enabled: see section J
is overloaded and is shut down, you must disconnect all [706] option [2]. Also refer to
loads from the output for at least 10 seconds before Single Zone Inputs on
reconnecting any load back to the auxiliary output. page 13.

=

This equipment must be installed and

A maintained by qualified service personnel only.
For UL and C-UL warnings, refer to the UL and
C-UL Warnings section at the back of the
Reference & Installation Manual. ,
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2.8 SP4000 PCB Layout

Paradox Memory Key
(PMC-4, PMC5)

W

ASTING

Refer to AC Power
& Backup Battery
Connections on
page 3.

e SERVICE
9 gll® KEYPAD
EBUS and Dialer used for & i

VDMP3 plug-in voice module —p
for voice reporting.

DIALER

SERIAL

=1 1= =1 =
STATUS e
- AUX- GRN YEL

Four pin connector can be used
for quick installation of a SP4000
keypad.

Used for In-Field Firmware
upgrade through a 307USB Direct
Connect Interface. See Connecting
to WinLoad on page 60 for details.

A

Disconnecttelephone
line before servicing.

688 6

i

= LI IO I TN %) G POVON [ | <0
CA38A

The "BELL" output will
shutdown if the current

exceeds 3A. l

v
+ -
AUX Power

Refer to transformer requirements on page 3 for
Aux. Power Output. To connect additional wiring to
auxiliary power, use the red (+) and black (-)
keypad connectors. Auxiliary power will shut down
if current exceeds 1.1A. If the auxiliary output is
overloaded and is shut down, you must
disconnect all loads from the output for at least 10
seconds before reconnecting any load back to the
auxiliary output.

6 Reference & Installation Manual

L_AC_l PG1 Lfsel | LIAXZIGRNYEL (11 C 2 3 C 4 GND R1 T1 RNG TP
I—t—l
Refer to Single Zone >|z|alz ]
|l |o|x
Inputs on page 13 GClao|x|o
Cold water
pipe
ground
AWGH#14 single
conductor solid
copper wire _ m
To metallic Glround
enclosure clamp

To provide maximum lightning
protection we strongly recommend
having separate earth connections

for the dialer and zone ground

terminals.

Max. amount of keypads = 15 keypads

Max. current = 700 mA

Max. distance of keypad from panel = 76m (250 feet)
Max. total run of wire = 230m (750 feet)

Magellan Keypad

For the keypad’s zone
configurations, refer to the
Installer Quick Menu. If EOL
is enabled: see section [706]
option [2]. Also refer to Keypad
Zone Connections on page 13.

s i
=

This equipment must be installed and
A maintained by qualified service
personnel only.
For UL and C-UL warnings, refer to
the UL and C-UL Warnings section at
/ the back of the Reference &
Installation Manual.

—
13A N¥9 378 CININOZ
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2.9 SP5500 PCB Layout

Charge LED:
Charging and battery test LED

Status LED:

» Flash once every second = Normal

« Flashes ON 1 second and OFF 1 second = Any trouble

« Always ON = Panel is using phone line

+ Fast flash 6 seconds after power up = Installer lock enabled

Used for In-Field Firmware

upgrade through a 307USB Direct
Connect Interface. See Connecting
to WinLoad on page 60 for details.

Four pin connector can be used
for quick installation of a SP5500

PGM +/- trigger not
supported by the
SP5500

ASTING

CHARGE
-

o] +
0}
5] —

Live
g anl

i

- 4“
Refer to AC Power
& Backup Battery
Connections on

page 3.

L__Ac__IpeM1 PGM2

RESET

DNNVINNANNVANAINN)

LYBeELL " IL*AUXZIGRN YEL @) 721 ¢ 22

N

EBUS and Dialer used for
VDMP3 plug-in voice module l
for voice reporting.

STATUS

DIALER ACCESSORIES

<4——— Press and hold the RESET button
for five seconds. The STATUS LED
will start flashing. Within 2 seconds
of this flashing, press the reset
switch again. The panel will reset to
default and restart.

]
m
a
]

SERVICE
KEYPAD

SERIAL

MEMORY KEY

NNVN

GND R1 T1 RNG TP

keypad.

v
E SERVICE
KEYPAD

|
HEE O
S +AUX- GRN YEL]
4

——Paradox Memory Key
(PMC-4, PMC5)

A

Disconnecttelephone
line before servicing.

The "BELL" output will [
shutdown if the current
exceeds 3A.

v
+ -
AUX Power
Refer to transformer requirements on page 3 for
Aux. Power Output. To connect additional wiring to
auxiliary power, use the red (+) and black (-)
keypad connectors. Auxiliary power will shut down
if current exceeds 1.1A. If the auxiliary output is
overloaded and is shut down, you must
disconnect all loads from the output for at least 10
seconds before reconnecting any load back to the
auxiliary output.

Connection for Self-Contained Bell/Siren

:]+
]

I —

_THE, |

X

VN

SELF-CONTAINED
BELL/SIREN

The sum of the current drawn
from the BELL and AUX must be
limited to 1.3A (40VA transformer

Refer to Single Zone
Inputs on page 13

GRY
BRN

RJ31X
CA 38A
alz [}
|
x|o
Cold water
pipe
grounding

AWGH#14 single

terminals.

Max. current = 700 mA

For the keypad’s zone
configurations, refer to the
Installer Quick Menu. If
EOL is enabled: see
section [706] option [2].
Also refer to Single Zone
Inputs on page 13.

Magellan Keypad

=

103

strongly recommended).
Exceeding this limit will overload
the panel power supply and lead
to complete system shutdown.

SSSSS

L
13A N¥9 378 CININOZ

To provide maximum lightning
protection we strongly recommend
having separate earth connections

for the dialer and zone ground

conductor solid
copper wire
h 4
To metallic ” Ground
enclosure clamp

Max. amount of keypads = 15 keypads

Max. distance of keypad from panel = 76m (250 feet)
Max. total run of wire = 230m (750 feet)

For the keypad’s zone
configurations, refer to the
Installer Quick Menu. If EOL
is enabled: see section [706]
option [2]. Also refer to Keypad
Zone Connections on page 13.

This equipment must be installed and
maintained by qualified service
personnel only.

For UL and C-UL warnings, refer to
the UL and C-UL Warnings section at
the back of the Reference &
Installation Manual.

Magellan / Spectra SP 7



210 SP6000 PCB Layout

Charge LED:
Charging and battery test LED
Status LED:
« Flash once every second = Normal Used for In-Field Firmware
* Flashes ON 1 second and OFF 1 second = Any trouble upgrade through a 307USB
« Always ON = Panel is using phone line Direct annect Iqterface. See Four pin connector can
« Fast flash 6 seconds after power up = Installer lock enabled Connecting to WlnLoad on be used for quick
page 60 for details. — ] installation of a SP6000
v keypad.
PGM Trigger: This
jumper allows you to 61\‘1? M. SERVICE
choose whether the solid S EBUS and Dialer used for &)= KEYPAD
state relay PGMs are VDME3 plug—in_voice module ﬁ
grounded (-), or give out for voice reporting. g ~FE 5 E B O
Bl gl]a
12V (+). 2 g +AUX= GRN YEL
g gl
£ T
g Paradox Memory Key
CHARGE  RESET (PMC-4, PMCS)
- m (= Press and hold the
eoL = L,:j + = RESET button for five
Sgl ﬂ 5l — m <4———— seconds. The STATUS
= LED will start flashing.
Refer to AC Power SERVICE Within 2 seconds of Di ¢ teleph
& Backup Battery EEYRAS this flashing, press the I_lscgn;; ecttelepnone
Connections on reset switch again. The ine before servicing.
page 3. panel will reset to
default and restart.
ZOZIS Z01Z1S ZI0IZ1S AN O ZN0 HIN % 2010 210/21S l%I0I0 210 | I I
L_Ac__IpeMipeMm2PeM3PeMa L RELAY | LT BELU_IL*AUXZIGRN YEL @) 21 ¢ 22 23 C 24 5 C 26 7 C 18 GND R1 T1 RNG TP CA 38A
| ]
PGM3,PGM4, and the I ! zlz|3|z T
alarm relay are optional. Refer to Single Zone olao|x|o Cold water pipe
\(_] Inputs on page 13 grounding

The "BELL" output will
shutdown if the current

exceeds 3A.
AWGH#14 single
conductor solid
l copper wire
> ||III|
v l v
+ - To metallic
AUX Power ] To provide maximum lightning enclosure
Refer to transformer requirements on page 3 for protection we strongly recommend
Aux. Power Output. To connect additional wiring to having separate earth connections
o -~ 8 Ground
auxiliary power, use the red (+) and black (-) keypad for the dialer and zone ground
connectors. Auxiliary power will shut down if current terminals. clamp

exceeds 1.1A. If the auxiliary output is overloaded
and is shut down, you must disconnect all loads

from the output for at least 10 seconds before Max. amount of keypads = 15 keypads
reconnecting any load back to the auxiliary output. Max. current = 700 mA

Max. distance of keypad from panel = 76m (250 feet)
Max. total run of wire = 230m (750 feet)

Connection for Self-Contained Bell/Siren

j i

I —

For the keypad’s zone
configurations, refer to the
Installer Quick Menu. If
EOL is enabled: see
section [706] option [2].
Also refer to Keypad Zone
Connections on page 13.

Magellan Keypad

_THE, |

I1
=T

When using an SP6000 panel in
conjunction with an RTX3, all K32/K32+
K32LCD/K32LCD+ and K10V/H keypads
must be versions 2.0 or higher.

+

X

SELF-CONTAINED
BELL/SIREN

=

maintained by qualified service
personnel only.
For UL and C-UL warnings, refer to the

f This equipment must be installed and

The sum of the current drawn
from the BELL and AUX must be

103

L 3 UL and C-UL Warnings section at the
Is’Z',:) t:gl;or;&ién gz\’:ﬁ;;nsform er | § % ;ack 07 the Reference & Installation
Exceeding this limit will overload \ = anuat
the panel power supply and lead \ = @
to complete system shutdown. \ E @
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211 SP7000 PCB Layout

Charge LED:

Charging and battery test LED

Status LED:

Flash once every second = Normal

Flashes ON 1 second and OFF 1 second = Any trouble
Always ON = Panel is using phone line

.
.
.

Fast flash 6 seconds after power up = Installer lock enabled

Used for In-Field Firmware
upgrade through a 307USB
Direct Connect Interface. See

Four pin connector can
Connecting to WinLoad on

be used for quick
installation of a SP7000

page 60 for details. —|

ASTING

PGM Trigger: This jumper allows you
to choose whether the solid state
relay PGMs are grounded (-), or give

g@b a out 12V (+). =
3 2 = J I @
+ - w

f SER?I(E
Refer to AC Power KEYPAD
& Backup Battery
Connections on
page 3.

—
LIENEN ]

keypad.
Press and hold the RESET button for five seconds. The v
STATUS LED will start flashing. Within 2 seconds of this g SERVICE
flashing, press the reset switch again. The panel will v § n KEYPAD
reset to default and restart.—| RESET § = EBUS and Dialer used for =
> (=] g @ VDMP3 plug-in voice module &he B E O H
sTATUS I f = for voice reporting. E +AUX~ GRN YEL|
CHARGE I 3 =] I

|__Paradox Memory Key
(PMC-4, PMC5)

Upper Inputs = Zones 9 to 16
Lower Inputs = Zones 1to 8

A\

Disconnect telephone
line before servicing.

NNVIN

RJ31X
D R1 1 RNG TP CA 38A
: [ l >lz|alz [ 1
h rlx|o|x
Refer to Single Zone Olao|x|o
Inputs on page 13
The "BELL" output will CioI: water
shutdown if the current pip di
exceeds 3A. grounding
AWGH#14 single
conductor solid “
copper wire
[ =l
+ i T mlt ||iv ' Ground
AUX Power To provide maximum lightning ezcloesjrec clamp

Refer to transformer requirements on page 3
for Aux. Power Output. To connect additional
wiring to auxiliary power, use the red (+) and
black (-) keypad connectors. Auxiliary power
will shut down if current exceeds 1.1A. If the
auxiliary output is overloaded and is shut down,
you must disconnect all loads from the output
for at least 10 seconds before reconnecting any
load back to the auxiliary output.

Connection for Self-Contained Bell/Siren

o

7

SELF-CONTAINED
BELL/SIREN

A

+

T, |

TRIGGER

i

I —

X

The sum of the current drawn from
the BELL and AUX must be limited
to 1.3A (40VA transformer strongly
recommended). Exceeding this
limit will overload the panel power
supply and lead to complete

103

il

For the keypad’s zone
configurations, refer to the
Installer Quick Menu. If
EOL is enabled: see
section [706] option [2].
Also refer to Keypad Zone
Connections on page 13.

protection we strongly recommend
having separate earth connections
for the dialer and zone ground
terminals.

Max. amount of keypads = 15 keypads

Max. current = 700 mA

Max. distance of keypad from panel = 76m (250 feet)
Max. total run of wire = 230m (750 feet)

Magellan Keypad

For the keypad’s zone configurations, refer to the
Installer Quick Menu. If EOL is enabled: see
section [706] option [2]. Also refer to Keypad Zone
Connections on page 13.

=

This equipment must be installed and
maintained by qualified service

A

system shutdown.

personnel only.
For UL and C-UL warnings, refer to the

UL and C-UL Warnings section at the

back of the Reference & Installation
Manual.

SSSSS
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212 Metal Box Installation

The crosses and dotted line represent the mounting location. If you need specific dimensions, contact Paradox Distributor
Support. For UL recommended installation for the MG5000 only, place the PCB one notch lower than the mounting location.

MG5000 (8x10”) MG5000 (11x11”)
o Ty
. l l @
! AR 4 |
& pele [ |

8

MG5050 / MG5050 (11x11”)

3 NG

_ EJ H

E

ol a—

OH

[e]
©
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SP7000 (11x11”)
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5 0
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_______________ g
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214
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2.16

Auxiliary Power Terminals

The auxiliary power supply terminals can be used to power motion detectors, keypads and other modules or accessories in the
security system. A fuseless circuit protects the power supply against current overload and automatically shuts down if the current
exceeds 1.1A. If this occurs, the Maximum Auxiliary Current failure will appear in the keypad'’s trouble display (see Trouble
Display on page 61). Therefore, the combined current consumption of devices connected to the auxiliary power supply should not
exceed 700mA. If the auxiliary output is overloaded and is shut down, you must disconnect all loads from the output for at least
10 seconds before reconnecting any load back to the auxiliary output.

Telephone Line Connection

In order to report system events to the monitoring station, you must connect the incoming telephone company wires into the TIP
and RING connections of the control panel and then run the wires from T1 and R1 to the telephone or telephone system as
shown in PCB Layouts for each respective panel.

Bell Output Connection

The BELL+ and BELL- terminals power bells, sirens and other warning devices requiring a steady voltage output during an alarm.
The bell output supplies 12Vdc upon alarm and can support one 30-watt or two 20-watt sirens. The bell output uses a fuseless
circuit and will automatically shut down if the current exceeds 3A. When this occurs the Maximum Bell Current failure will only
appear in the keypad’s trouble display (see Trouble Display on page 61) during an alarm. If the load on the BELL terminals
returns to normal, the control panel will re-instate power to the BELL terminals during the next alarm. When connecting sirens,
please verify correct polarity. Connect the positive lead to the BELL+ terminal and the negative lead to the BELL- terminal of the
control panel as shown in PCB Layouts for each respective panel.

If the BELL output is not being used, the Bell Disconnected failure will remain in the keypad’s trouble display
(see Trouble Display on page 61). To avoid this connect a 1KQ resistor across the BELL terminals.

@ For connection of a self-contained bell/siren, see PCB Layouts for each respective panel.

Programmable Output Connections
When a specific event occurs in the system, a PGM can reset smoke detectors, activate strobe lights, open/close garage doors
and much more.

2161 PGMs

The control panels include two/four on-board programmable outputs (PGMs). For details on how to program PGMs,

see Programmable Outputs on page 54. PGM1 and PGM2 can support up to 150mA. The PGMs are limited by the

power source being used. If powered by:

* The AuX terminals. The current consumption of the Aux terminals cannot exceed 700mA. Therefore, whatever
devices are connected to the AUX terminals (i.e. modules and PGMs) cannot exceed 700mA combined. For
example, if there are six modules connected to the AuX terminals that are using 600mA and you wish to power the
PGM using the AuX terminals, the PGM’s current consumption cannot exceed 100mA.

* An external power supply. If using an external power supply, the current consumption cannot exceed 150mA for
PGM1 and PGM2. If the external power supply’s current consumption limit is less than that of the PGM it is
connected to, than the current consumption will not exceed the power supply’s current limit.

@ UL Note: The AUX terminals cannot exceed 200mA for UL installations.
Figure 2: Relay and PGM Connections

—slolelojoolole elerislely|  |eleelsie

SERVICE
KEYPAD

+ {
. dox.ca

WWW. para

RED BLK Loac—d pat ez L dlix] envee @ 21 ¢ 2 GND R1 T-1 RING TIP
AUX+ or
WHT _>EX‘5'|”E' power PGMs Power Source
supply
BLK RED . .
1 = AUX+ Terminal = current consumption must not exceed
o 700mA.
MR3-UL External power supply =PGM1 and PGM2 cannot exceed 150mA
or cannot exceed the power supply's current
L limit.
BRN YEL
CcoM N.C. N.O.

12 Reference & Installation Manual



217 Single Zone Inputs

Detection devices such as motion detectors and door contacts are connected to the control panel's zone input terminals. Figure 3
demonstrates single zone input terminal connections recognized by the panel. Once connected, the associated zone's

parameters must be defined.

Figure 3: Single Zone Input Connections

N.C. Contacts, No EOL

PANEL/KEYPAD

- %

Z1 [

[/

COM N.C lN-O- oM N-(-J
TAMFER ALARM RELA Ys
QUTPUT

Detector Terminals

N.C., With EOL
UL/ULC Configuration

PANEL/KEY PAD

~ %

Z1 C

1KQ
EOCL

COM N.C. IN-O- oom M-(-J
TAMPER ALARM RELAY,
QUTFUT

Detector Terminals

Zoneinput COM Zone input Com
| | 1KQ
NG, N.C. EOL

N.O., With EOL
UL/ULC Configuration

PANEL/KEYPAD

S

Z1 T

1KQ

|EOLI

o 0

COM N.C. IN-O- con N-(-J
TAMFER AL ARM RELAYS
QUTPUT

Detector Terminals
Zone input  1KQ COM
E

ok

N.O.

N.C. Contacts, No EOL,
With Tamper Recognition

N.C., With EOL, With Tamper &
Wire Fault Recognition (UL/ULC)

PANEL/KEYPAD

PANEL/KEYPAD

C

COM N.C. IN-O- oon N-(-J

TAMPER ALARM RELA Ys

QUTPUT

Detector Terminals

1KQ 1K
T ol

COM N.C. lN-O- oM N-(-J
ALARM RELAY-

TAMFER
QUTPUT

Detector Terminals

Zone input GCOM Zone input
1KQ 1KQ
TAMPER N.C. TAMPER EOL N.C.
SWITCH SWITCH
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218 Advanced Technology Zone (ATZ) Connections
The ATZ feature is a software oriented feature that enables two detection devices to be installed per hardwired input terminal.

Each detection device has its own zone, displays its zone status on the keypad and sends its own alarm codes. Fire zones

cannot be doubled.
Figure 4: Advanced Technology Zone Connections

N.C. Contacts, No EOL, with Tamper Recognition

N.C. Contacts, No EOL

CONTROL PANEL TERMINALS

CONTROL PANEL TERMINALS

~%

COM N-C-
TAMPER

N.0. COM N.(.J
ALARM RELAY-
QUTRUT

COM N.C.

N.0. COM N.(.J
TAMPER

ALARM RELAY-
QUTRUT

Detector Terminals 1

Detector Terminals 1

TAMPER ALARM RELAY-
QUTRUT

o N.C. IN.O. con N.(.J con n.c. IN.O. con N.(.J
TAMPER ALARM RELAY-
TEUT.

Detector Terminals 2 Detector Terminals 2

Zone input COM
P 1KQ 2.2KQ Zone input COM
T_M 1Ke 2.2k
N.C. N.C. l ; i l ; i
TAMPER NG TAMPER N.C.
Parallel Wiring

N.C. Contacts, with EOL, with Tamper
and Wire Fault Recognition (UL/cUL)

CONTROL PANEL TERMINALS

CONTROL PANEL TERMINALS

GREEN

con n.c. | [uo. con N.(.J

TAMPER ALARM RELAY-
QUTRUT

Detector Terminals 1 |, .

com n.c. lN.o. con N.(.J
TAMPER ALARM RELAY-
QUTRUT

Detector Terminals 2

COM N.C-

N.0. CoM N.(.J
TAMPER

ALARM RELAY-
QUTRUT

Detector Terminals 1

KQ  2.2KQ
ﬁ

COM N.C-
TAMPER

ORANGE

N.0. CoM N.(.J

ALARM RELAY-
QUTRUT

Detector Terminals 2

Zone input COM

Zone input COM
[ ]

1KQ 2.2KQ

1KQ
EOL

TAMPER N.C. TAMPER N.C.
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Fire Circuits

When a zone is programmed as a fire zone, the zone becomes normally open and requires an EOL resistor. If a line short occurs
or if the smoke detector becomes active, whether the system is armed or disarmed, the control panel will generate an alarm. If a
trouble occurs on a fire zone, the Fire Loop Trouble will appear in the keypad'’s trouble display (see Trouble Display on page 61)
and the control panel can transmit the Fire Loop Trouble report, if programmed, in section [866].

Figure 5: Fire Circuits

Fire Circuits 2-WIRE INSTALLATION
CONTROL PANEL TERMINALS

PGM
SurEnETLoN
SCRISHE)

PGM AUX + zZ1 C AU+ 1 N.O. contacts WHT
A A A A _| . -
1KQ *
? EOL )
™ Smoke detectors M R3' U |_

E\l \,’ L1

Smoke BRN YEL
detectors

_{ ||
RED
itk
£ YEL (N.0) 1kQ
EOL

COM N.C. N.O.

BLK

an-edl

WHT (COM)

2191 4-Wire and 2-Wire Installation:
For 4-wire installation, program the Activation Event so that the smoke detectors can be reset by pressing the [CLEAR]
+ [ENTER] keys for three seconds. See Event Group # 6 in the Event Description list in the programming guide.
For 2-wire smoke detector installation, connect the 2-wire smoke detectors. If a line short occurs or the smoke detector
activates, whether the system is disarmed, the control panel will generate an alarm. If the line is open, the “Zone Fault”
trouble indication appears on the trouble display and the report code is sent to the monitoring station, if programmed.
To reset 2-wire smoke detectors, press the [CLEAR] + [ENTER] keys for three seconds.

Magellan / Spectra SP 15



3.1

3.2

Part 3: Programming Methods

WinLoad Software for Windows

Program the control panels remotely or on-site using the WinLoad Software (V2.80 or higher) for Windows®. For more
information, contact your local Paradox Distributor or visit our web site at paradox.com. If you are using the WinLoad software,
you must program the features (see Settings for WinLoad Software on page 59). Update the panel’s firmware by connecting it to
a PC via a 307 Direct Connect Interface and then using the Winload software. (Not investigated by UL).

Programming Using a Keypad
Use the supplied programming guide to keep track of which sections were programmed and how. We recommend you read the
entire manual before you begin programming.

How Do | Enter Programming Mode?

1) Press [ENTER]

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter 3-digit [SECTION] you wish to program

4) Enter required [DATA]

3.21 Single Digit Data Entry Method (Decimal and Hexadecimal)
Single Digit Data Entry is used in all sections except those specified in the Feature Select Programming Method
(below). After entering Programming Mode as described in the shaded box above, some sections will require that you
enter Decimal values from 000 to 255. Other sections will require that you enter Hexadecimal values from 0 to F. The
required data will be clearly indicated in this manual as well as in the programming guide. When entering the final digit
in a section, the control panel will automatically save and advance to the next section. Except sections 001 to 032,
after entering the first three digits the control panel will switch to Feature Select Programming. For phone number
programming, press [ENTER] to save the data.

Table 2: Decimal and Hexadecimal Programming Table

What Do | What Do | See?
Value or Action Press?
32-zone LED 10-zone LED
Value 0 / Replace Current Digit [SLEEP] Erase digit and remain in section | Erase digit and remain in
with 0 section
Values 1t0 9 [1] to [9] Zone 1t0 9 [1] to [9]
A (hex only) [0] Zone 10 [0]
B (hex only) [OFF] Zone 11 [OFF]
C (hex only) [BYP] Zone 12 [BYP]
D (hex only) [MEM] Zone 13 [MEM]
E (hex only) [TBL] Zone 14 [TBL]
F (hex only) [o] Zone 15 [o]
Exit Without Saving [CLEAR] ARM & STAY LED flash ARM & STAY LED flash
Save Data (hex only) [ENTER] Advances to the next section Advances to the next section

3.2.2 Feature Select Programming Method
After entering certain sections, eight options will be displayed where each option from [1] to [8] represents a specific
feature. Press the key corresponding to the desired option. This means the option is ON. Press the key again to
remove the digit, thereby, turning OFF the option. When the options are set, press the [ENTER] key to save and
advance to the next section.
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3.3

3.4

3.23 Data Display Mode (except K32LCD and K32LCD+)
In the Data Display Mode you can view the programmed contents of each section one digit at a time.

Figure 6: Data Display Mode

To access the Data Display Mode, press the [ENTER] key after entering a section and before entering any data. The four LEDs
as indicated below will begin to flash indicating that you are in the Data Display Mode.
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Each time the [ENTER] key is pressed, the keypad will display the next digit in the current section and will continue through
all the following sections one digit at a time without changing the programmed values. Not available for sections using the
Multiple Feature Select Method. Press the [CLEAR] key at any time to exit the Data Display Mode.

Configuring the Keypad Zone Number

How Do | Configure The Keypad?

Press [ENTER]

Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)

Press [¢] and hold for three seconds

Enter the desired zone number key (K32/K32+, K32LCD/K32LCD+: 2-digit entry 01 to 32, K10V/H: 1-digit entry 1 to
0(10))

Press [ENTER] to save and exit programming mode

Press [CLEAR] to erase data without saving

Press [CLEAR]+[CLEAR] to exit programming mode without saving

A PLEASE NOTE: After five minutes, the keypad exits programming mode.

Programming Using A Paradox Memory Key*
Copy the sections of one control panel into the Paradox Memory Key (PMC-4/PMCS5). Then copy the contents of the Memory Key
into as many control panels as needed. Each panel is programmed in less than 3 seconds.

Download to DESTINATION Control Panel or module

1) Remove AC and battery power from the control panel.

2) Place the Memory Key on the serial connector labeled MEMORY KEY of the Control Panel that
is to receive the contents of the Memory Key.

3) Reapply AC and battery power.

4) In Installer Programming Mode, enter section [970], the keypad emits a confirmation beep.

5) When the keypad emits a second confirmation beep, remove the Memory Key.

Copy to Memory Key from SOURCE Control Panel or module

1) Remove AC and battery power from the control panel.

2) Place Memory Key on the serial connector labeled MEMORY KEY of the Control Panel that you
want to copy. Make sure the write protect jumper of the Memory Key is on.

3) Reapply AC and battery power.

4) In Installer Programming Mode, enter section [975]. The keypad emits a confirmation beep.

5) After the keypad emits a second confirmation beep, remove the Memory Key. Remove the
Memory Key’s jumper if you do not wish to accidentally overwrite its contents.

* Not investigated by UL
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Figure 7: Paradox Memory Key
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Part 4: LCD Keypad Labels

Input Keys
Special Function Keys Alphanumeric Key Input

Key Function [1] A/B/C
[STAY] Insert space [2] D/E/F
[SLEEP] Delete [3] G/H/I
[ARM] Delete whole entry [4] J/IK/L
[OFF] Toggle numeric/alphanumeric keys [5] M/N/O
[BYP] Toggle lower case/upper case [6] P/Q/R
[MEM] Special characters [7] S/T/U
[8] V/IW/X

[9] Y/Z

Label Sections

Label Sections
[181] to [212] 32 Zone Labels
[341] to [356] 16 PGM Labels
[511] to [542] 32 User Labels
[771] to [772] 2 Partition Labels
[568] to [569] 2 Wireless Labels
[599] to [606] 8 Wireless Keypads
[781] to [795] 15 Bus Modules Labels

Special Characters and Keypad Letter Assignment

Polish / Hungarian / Turkish Special Character Catalogue Special Character Catalogue

. 001 002 003 004 005 006 007 032 048 064 080 | 096 112 128 144 160 176 192 | 208
Polish Z é a' Q Z’ l’ é 1) @| P ~ p 0 E a § @ »
001 002 003 033 | 049 | 065 [ 081 [ 097 | 113 | 120 | 145 [ 161 | 177 | 198 | 209

Hungarian Al 4 '[1|[A|[Qfaflqg|U]E|T | *|[L]|-"
001 u 034 050 066 082 098 114 1?:0 1/26 1§2 1.7_8 194 2&0

Turkish i "2 B|R|b|[r|U|E]|I 1| b

035 051 067 083 099 115 131 147 163 179 195 211

# Cl[S|c|s|U|E]|Ii B|°
036 068 084 100 116 132 148 1_6_4 180 196 212

$ D|T|d]|t]aje|[T]|d][e]"

037 069 085 101 117 133 149 165 181 197 213

% ElU[fe|lu|u|je|]i|ld]|®]~

070 086 102 118 134 150 1§6 182 198 214
FIVv]|f|lv|a]|]é|N|Ff|BO]|+

3
052
4
053
5
054
6
039 055 071 087 103 119 135 151 167 183 199 215
> o1 | 16
056
8
057
9
058

Wlg|lw|O|eé&|Aale|Id]«

040 o072 088 104 120 1 %6 152 16§ 184 200 216
( H|X|h|[Xx]|O]|A|N|=I|H »
041 073 089 105 121 137 153 169 185 201 217
) Ily|li|ly|O6|A|2]|¥+|o|)
042 074 090 106 122 138 154 170 186 202 218
* lJdlz|lilz|2]a]?® 4 vy |
043 059 075 091 107 123 1 99 155 171 187 203 219
+ 5| K[|k 14|V Al x
044 060 076 092 108 124 140 156 172 188 204 220
s < L] |] ale ¢ | @
045 061 077 093 109 125 141 157 173 189 205 221
= M|[]1]m S la|¥|l%n|a|®
046 062 078 094 110 126 1 42 158 174 190 206 222
. >S>|IN|A|n|[=>]°]a % | O
047 063 079 095 111 127 143 159 175 191 207 223
/12?210 _|o|l«|é¢|AlE|W]b8|=
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Hebrew Special Characters Catalogue

Hebrew Keypad Letter Assignment
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Greek Special Characters Catalogue

Greek Keypad Letter Assignment

247
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Russian Keypad Letter Assignment Russian Special Characters Catalogue

Press key Press key Press key Press key 032 048 064 080 096 12 128 744 760 776 792 208 | 224 | 240 |
Key once twice three times four times 0 a P N p B [O q ,H 1/4
11 A B B r 033 (23 065 057 097 7 779 745 76T 777 793 209 775 | 241
121 il b B K I{1]A|lQ|aldq 'l 9] w I [ Vs
131 3 M i K 034 050 066 082 098 I3 730 746 762 778 794 210 226 | 242
“|2|B|R|b]|T 6l v 1 |12
W M H 0 L
035 051 067 083 099 15 731 47 763 79 795 211 | 227 | 243
5 v e
5] 1 P ( T #|13|c c| s Kl | sl |1
[€] M ] X I 3 052 768 223 700 776 732 748 764 750 796 772 728 | 244
17 q 1 | b $|4|D|[T|d]|t 310 s b
81 bl b 9 10 037 053 13 085 707 7 733 74 765 787 797 EH 728 | 245
191 1 % |5 |E|U|[e]|u Ule| o> i}
038 054 070 086 702 18 734 750 766 782 798 714 | 230 | 246
|6 |F|V]|f]|V H| x| w© n
039 055 071 087 103 719 735 751 767 783 I3 775 757 | 247
’ s
7|1G(W| 9w Jl3 | all
00 756 072 058 704 720 736 752 768 784 200 216 | 232 | 248
.o
(| 8|H[X]|h]| x M|lu| «||l
041 057 073 089 105 121 137 53 169 185 207 77 | 233 | 249
Jlo9 1Y |ilyY Yia|>»| M|~
04z 058 07 00 706 722 738 T 770 756 702 778 754 | 250
* : J | Z J z D|l k| u J|é
043 059 075 097 107 123 139 155 171 787 203 275 235 | 257
. A\Y
+1 5K []Kk]10 Ul ¢
73 750 076 097 708 724 740 756 7z 758 04 | 220 736 | 252
s | < Lfe]| ] |12 | ™ j
045 067 077 093 709 125 741 757 173 789 205 221 237 | 253
“l=[M| 1| m|15 blul|é el §
046 062 078 094 10 126 142 158 174 790 206 222 | 238 | 254
.| >|N|~|n | bl | f Al
047 063 079 095 11 127 43 159 175 191 207 223 239 | 255
/| ?|O|_|o Dlr|el=]c°
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Part 5: Access Codes

The control panel supports the following access codes:

Installer Code [397]: Used to program all control panel settings except user access codes.

Maintenance Code [398]: The Maintenance code is similar to the Installer code. It can be used to enter programming mode, which

allows you to program all the features, options and commands except for the panel’s communication
settings. The maintenance code is empty by default.

System Master Code [399]: Provides full access. Arm and disarm using any method described in the User Code Options below as

well as program the user access codes.

Master Code 1: Permanently assigned to partition 1. Same as a regular user code except it can also program access

codes for user codes assigned to partition 1.

Master Code 2: Permanently assigned to partition 2. Same as a regular user code except it can program access codes

for user codes assigned to partition 2. If the system is not partitioned Master Code 2 will be assigned to
partition 1.

29 User Codes: Can arm and disarm as per User Code Options on page 22.

5.1

5.2

5.3

5.4

5.5

Access Code Length

Section [701]: System Options

Option [1] OFF = 6-Digit Access Codes

Option [1] ON = 4-Digit Access Codes (default)

All access codes can be set to lengths of either 4- or 6-digits. When the 4-digit option is selected, entering a 4-digit code will allow
access. Using the 6-digit option, entering 6 digits is required to allow access.

If the access code length is changed from four digits to six digits when access codes have already been
programmed, the control panel will automatically add the last 2 digits by using the first 2 digits. For example, if
the access code is 1234 and you switch to 6 digits, the code will become 123412. Be sure to verify the access
codes after switching from 4-digit access codes to 6-digit codes. When switching from six digits to four digits, the
control panel will simply remove the final two digits of the access code. For example, 123456 will become 1234.

Installer Code (Default: 0000 / 000000)

The Installer Code is used to enter the system‘s programming mode, which allows you to program all the features, options and
commands of the control panel. The Installer Code can be 4- or 6-digits in length (see Access Code Length on page 22) where
each digit can be any value from 0 to 9. The Installer Code cannot be used to program Master Code 1, Master Code 2 or user
access codes. To program the Installer Code press:

[ENTER]+ [CURRENT INSTALLER CODE] + [397] + new 4- or 6-digit Installer Code

Maintenance Code (Default: Empty)

The Maintenance code is similar to the Installer code. It can be used to enter programming mode, which allows you to program all
the features, options and commands except for the system’s communication settings (sections [395], [397], [398], [815], [816],
[817], [910], and [911]) as well as any user codes. The Maintenance code can be 4 or 6 digits in length where each digit can be
any value from 0 to 9. The Maintenance code is empty by default. Set the Maintenance in section [398].

[ENTER]+ [INSTALLER CODE] + [398] + new 4- or 6-digit Maintenance Code

System Master Code (Default: 1234 / 123456)

The Installer Code can be used to program the System Master Code. With the System Master Code a user can use any arming
method and can program any user access code, but not the User Code Options. The System Master Code can be 4 or 6 digits in
length, where each digit can be any digit from 0 to 9. The System Master Code can be modified but cannot be erased. To change
the System Master Code press:

[ENTER]+ [INSTALLER CODE] + [399] + new 4- or 6-digit System Master Code

User Code Options

Sections [404] to [432]: Options [1] to [8]

The User Code Options define which arming methods each user can use to arm or disarm the system. Regardless of these
settings, all users can Regular arm assigned partitions and all users except those with the Arm Only option can disarm an
assigned partition, regardless of how it is armed. Select one or more of the options described on the following pages for each
user access code, where sections [404] to [432] represent user access codes 004 to 032.

5.5.1 Partition 1 Assignment
Sections [404] to [432]: User codes 004 to 032
Option [1] OFF = Deny access to partition 1
Option [1] ON = User code has access to partition 1 (default)
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5.6

If the system is partitioned (see Partitioning on page 56), user codes with this option enabled can arm and disarm
partition 1.

If the system is not partitioned, you must assign partition 1 to the user access code. Otherwise, the
A user access code will be considered disabled.

5.5.2 Partition 2 Assignment
Sections [404] to [432]: User Codes 004 to 032
Option [2] OFF = Deny access to partition 2 (default)
Option [2] ON = User code has access to partition 2
If the system is partitioned (see Partitioning on page 56), user codes with this option enabled can arm and disarm
partition 2. If the system is not partitioned, the control panel ignores this option.
5.5.3 Bypass Programming
Sections [404] to [432]: User Codes 004 to 032
Option [3] OFF = Bypass Programming Disabled
Option [3] ON = Bypass Programming Enabled (default)
User codes with this option enabled can perform Bypass Programming in assigned partitions.
5.5.4 Stay/Sleep Arming
Sections [404] to [432]: User Codes 004 to 032
Option [4] OFF = Stay/Sleep Arming Disabled
Option [4] ON = Stay/Sleep Arming Enabled for selected User Code (default)
User codes with this option enabled can Stay or Sleep arm assigned partitions.
5.5.5 Force Arming
Sections [404] to [432]: User Codes 004 to 032
Option [5] OFF = Force Arming Disabled
Option [5] ON = Force Arming Enabled for selected User Code (default)
User codes with this option enabled can Force arm assigned partitions.
5.5.6 Arm Only
Sections [404] to [432]: User Codes 004 to 032
Option [6] OFF = Arm Only Disabled (default)
Option [6] ON = Arm Only Enabled for selected User Code
The user code with this option enabled can arm assigned partitions, but cannot disarm any partitions. The type of
arming is dependent on the other User Code Options selected. Please note that with the Arm Only option, the user can
cancel a recently armed system by re-entering the access code before the end of the exit delay.
5.5.7 PGM Activation
Sections [404] to [432]: User Codes 004 to 048
Option [7] OFF = User Code follows User Code Options and can activate a PGM (default)
Option [7] ON = User Code can activate a PGM only
With option [7] off, entering the access code will arm or disarm according to the programmed User Code Options as
well as activate or deactivate a PGM. The appropriate PGM Activation/Deactivation Event must also be programmed
(see Programmable Outputs on page 54). With option [7] on, the control panel will ignore all other User Code Options.
Therefore, entering the access code will only activate or deactivate the PGM.
5.5.8 Duress
Sections [404] to [432]: User Codes 004 to 032
Option [8] OFF = User Code with duress disabled (default)
Option [8] ON = User Code with duress enabled
If you are coerced into arming or disarming your system, entering the access code with the duress option enabled will
arm or disarm the system and immediately transmit a silent alert (Duress Code) to the monitoring station.
Lock Master Code

Section [701]: System Options
Option [2] OFF = Lock System Master Code Disabled (default)
Option [2] ON = Lock System Master Code Enabled

With this feature enabled, the control panel will lock the System Master Code (001), it cannot be modified. With this feature
disabled, the control panel will unlock the System Master Code, so that it can be changed. The System Master Code cannot be
deleted (see Master Quick Menu Programming in the User Guide).
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6.1

6.2

6.3

6.4

6.5

6.6

Part 6: StayD Mode

Overview

NOTE: StayD is automatically enabled when a path is programmed to a keypad. When deleting a wireless keypad
(K32RF) from the system, the corresponding path zones will also be deleted. StayD simplifies your life and makes it safer
by protecting you 24 hours a day, 7 days a week without ever having to disarm the system - even when entering an armed
area. StayD lives with you and protects you at all times, without any unprotected periods, and while automatically rearming the
system so you don’t have to remember to do it. This unique feature integrates security into your everyday life to give you safe,
simple living with peace of mind.

EntryIEX|t Paths

» StayD consists of programmed pathways, where the user enters and exits the property through pre-defined routes, with only
the route’s respective zones open for passage. A path can be programmed for each individual keypad, with a maximum of four
zones per path. Path zones must be defined as follow or delay zones only. StayD is automatically enabled when a path is
programmed to a keypad.

The first zone programmed in a path is its designated entry point (e.g. doors, garage). Designated entry points are not
common to multiple paths. There is only one designated entry point per path. Also, they are only used when entering/exiting
with a remote control (see below).

The system only disables the path zones corresponding to the keypad at the point of entry/exit, while re-arming as you enter/
exit.

If another path zone opens before trying to disarm the system, you can validate the zone by entering your user code. For
example, you have entered your home through Path 1 and are at your keypad. Before disarming the system, you notice a Path
2 zone has opened. If you know it is a member of your family and would like to validate the open zone, enter your user code.
All paths, including Path 1, will subsequently be validated. If the path 2 zone opens after you have entered your code to
validate Path 1, you must enter your code again to validate Path 2.

You must enter your code for every zone that opens that is not part of any path. For example, if you have entered through Path
1 and a non-path zone opens, you must enter your code once to validate your path and once for the non-path zone. If you do
not validate the non-path zone, the system will fall in alarm.

EntrylEX|t with a Keypad

When entering with a keypad, the path zones will fall into entry delay, allowing you to reach the keypad. Use the keypad to
disarm the system and switch to Stay arm mode.

When exiting with a keypad, only the path zones will fall into delay (same as exit delay), allowing you to leave while the rest of
the premises remains secure.

Entry/Exit with a Remote Control

When using a remote control, the path you use is defined by a designated entry point. For example: if after pressing the
remote control to disarm the system you trigger zone 1, the system will check to see which path(s) include zone 1. All paths
that include zone 1 will open. Only after reaching the designated entry point will the system know which path you are taking,
and thus will re-arm all other paths. After entry with a remote, the system will automatically arm in Stay mode.

To disarm the system with a remote control: Press 7m once to disarm partition 1, twice for partition 2, and three times for both
partitions. Press the 7 button four times to cancel the exit delay and arm the system in Stay mode.

Window Mode and Re-arm Delay

In a Stay-armed system: This mode allows you to open one exterior zone without triggering an alarm. To enter Window mode,
press [OFF], then your [ACCESS CODE]. All zones that can be opened flash. The system will start an exit delay, allowing you to
open an exterior zone such as a window or a door. The system will only allow you to open one zone as the exit delay will end
after doing so. When you close the open zone (window, door, etc.) that zone will re-arm.

Re-arm Delay is a delay timer set so that when you close the open exterior zone (window, door etc.), it does not re-arm
instantly. Instead the system starts the delay to allow you to close the zone properly. The delay will start every time you open
the zone while trying to close it, and you must close the zone for 5 seconds for it to arm. This is especially useful for eliminating
false alarms caused by windows that stick.

Advanced Settings

Section | Data Description

[720] I (000 to 255) sec. Flex-Instant = Instant and follow zones will follow the delay at section [720]
when Stay or Sleep armed (default is 15 seconds / 000 = instant zone).

Section | Data Description

[721] 1 (000 to 255) sec. Re-arm delay (delay before zone re-arms). Default = 000 (no delay)
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Part 7: Zone Programming

B
When programming zones, the zone assignments are dependent on the designation of the wireless transmitters, assignment of keypad
zones, and the detection devices that are connected to the panel. For wireless assignment, see Wireless Transmitter Programming on
page 33 or the Installer Quick Menu of the programming guide. For keypad assignment, see Configuring the Keypad Zone Number on page
17. After assigning the required zones, you must set the zone’s definitions, partition assignment, and options see Figure 8 below. Certain
Zone Definitions change if a Flex-Instant delay is activated (section [720]). See see Zone Definition Status on page 29.

Table 3: Zone Recognition Table

Wireless Keypad Hardwire
Zone 1 Yes Yes Yes (Input Z1)
Zone 2 Yes Yes Yes (Input Z2)
Zone 3 Yes Yes Yes (Input Z1 with ATZ)
Zone 4 Yes Yes Yes (Input Z2 with ATZ)
Zone 510 32 | Yes Yes No

If a zone is already programmed and you assign a device to the same zone, a wireless zone will overwrite a keypad/hardwire zone,
@ and a keypad zone will overwrite a hardwire zone.

Figure 8: Zone Programming

Zone Definitions Zone Options
00 = Zone disabled 15 = 24Hr. Buzzer [1] = Auto-zone Shutdown
01 = Entry Delay 1 16 = 24Hr. Burglary [2] = Bypassable Zone
02 = Entry Delay 2 17 = 24Hr. Hold-up [3] = RF Zone Supervision
03 = Entry Delay 1 (Full Arm) 18 = 24Hr. Gas [4] [5]
04 = Entry Delay 2 (Full Arm) 19 = 24Hr. Heat OFF OFF Audible Alarm
05 = Follow 20 = 24Hr. Water OFF ON Pulsed Alarm
06 = Follow (Sleep / Full Arm) 21 = 24Hr. Freeze Partition Assignment ON OFF Silent Alarm
07 = Follow (Full Arm) 22 = 24Hr. Panic . ON ON Report Only
08 = Instant 23 = Instant No Pre-Alarm [1]- Partition 1 6] = Intellizone
09 = Instant (Sleep / Full Arm) 24 = Follow no Pre-Alarm [2]- Partition 2 [7] = Delay alarm transmission
10 = Instant (Full Arm) 25 = Keyswitch Maintain* [3]- Both partitions [8] = Force Zone
11 = Instant Fire 26 = Keyswitch Momentary*
12 = Delayed Fire
13 = Instant Fire Silent * On-board hardwire control
14 = Delayed Fire Silent panel zones only

v

Section Zone Definition Partition Assignment Zone Options

[001] = Zone 1 / 12 3 4 5 6 7 8
[032] = Zone 32 / 12 3 4 5 6 7 8
71 Zone Definitions

As demonstrated in Figure 8 above, sections [001] to [032] represent zones 1 through 32 respectively, where the first two digits
in each of these sections represents the zone's definition. To disable a zone, enter [00]. There are 26 available Zone Definitions.

711 Entry Delay 1 Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 01

When the system is armed and a zone defined with Entry Delay 1 opens, the control panel will generate an alarm after
the programmed Entry Delay 1 Timer elapses. This is to provide users with enough time to enter the protected area
and disarm the system. To program the Entry Delay 1 Timer, key in the desired 3-digit delay value (000 to 255
seconds, Default = 45 seconds) into section [710]. Entry delay zones are commonly used at the entry/exit points of the
protected area (i.e. front/back door, garage, etc.). Using different entry delays is useful when, for example, one entry
point requires a longer delay than the other entry point or in a partitioned system where each partition may require a
different entry delay.

7.1.2 Entry Delay 2 Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 02

Entry Delay 2 zones are identical to the Entry Delay 1 zones, except it uses a separate entry delay timer. To program
the Entry Delay 2 Timer, key in the desired 3-digit delay value (000 to 255 seconds, Default = 45 seconds) into section
[711].
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713

714

71.5

7.1.6

71.7

7.1.8

71.9

7.1.10

Entry Delay 1 (Full Arm) Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 03

Upon regular arming, the zone is Entry Delay 1 (see Entry Delay 1 Zones on page 25). Upon Stay/Sleep arming, the
zone is bypassed by the system. See Zone Definition Status on page 29 for any exceptions.

Entry Delay 2 (Full Arm) Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 04

Upon regular arming, the zone is Entry Delay 2 (see Entry Delay 2 Zones on page 25). Upon Stay/Sleep arming, the
zone is bypassed by the system. See Zone Definition Status on page 29 for any exceptions.

Follow Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 05

When a Regular, Stay, or Sleep armed Follow Zone opens, the control panel will immediately generate an alarm,
unless an entry delay zone opens first:

» If a Regular/Stay/Sleep armed Follow Zone opens after an entry delay zone opens, the control panel waits until the
entry delay timer has elapsed before generating an alarm.

» If a Regular/Stay/Sleep armed Follow Zone opens after more than one entry delay zone opens, the control panel
will wait until the entry delay timer of the zone that opened first has elapsed.

This feature is commonly used when a motion detector is protecting the area occupied by the entry point keypad. This
will prevent the motion detector from causing an alarm when a user enters through the entry point to disarm the
system. See Zone Definition Status on page 29 for any exceptions.

Follow (Sleep / Full Arm)
Sections [001] to [032]: Zones 1 to 32, First Digits = 06

Upon regular arming or sleep arming, the zone is Follow. Upon Stay arming, the zone is bypassed by the system. See
Zone Definition Status on page 29 for any exceptions.

Follow (Full Arm) Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 07

Upon regular arming, the zone is Follow (see Follow Zones on page 26). Upon Stay or Sleep arming, the zone is
bypassed by the system. See Zone Definition Status on page 29 for any exceptions.

Instant Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 08

When an armed Instant Zone opens, the control panel immediately generates an alarm. Instant Zones are commonly
used for windows, patio doors, skylights and other perimeter type zones. See Zone Definition Status on page 29 for
any exceptions.

Instant (Sleep / Full Arm) Zones

Sections [001] to [032]: Zones 1 to 32, First Digits = 09

When Regular or Sleep arming, the zone is Instant. When Stay arming, the zone is bypassed by the system. See Zone
Definition Status on page 29 for any exceptions.

Instant (Full Arm) Zones

Sections [001] to [032]: Zones 1 to 32, First Digits = 10

Upon Regular arming, the zone is Instant. Upon Stay or Sleep arming, the zone is bypassed by the system. See Zone
Definition Status on page 29 for any exceptions.
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7111

7.1.12

7.1.13

7.1.14

7.1.15

7.1.16

Instant Fire Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 11

when a Instant Fire zone opens, whether it is armed or disarmed, the control panel will send the corresponding Alarm
Report Code and the alarm is always audible regardless of other settings. Fire alarms generate an intermittent (pulsed)

bell/siren output signal as shown in Figure 9 on page 27.

Figure 9: Bell/Siren Output during a Fire Alarm

Bell e Fire Alarm Latched
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Delayed Fire Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 12

When a Delayed 24Hr. Fire zone opens, whether it is armed or
disarmed, the control panel will react as shown in Figure 10.
Delayed 24Hr. Fire zones are commonly used in residential homes
where a smoke detector often generates false alarms (i.e., burning
bread, etc.). Fire alarms generate an intermittent (pulsed) bell/siren
output signal as shown in Figure 9 above.

Instant Fire Silent Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 13

When a Instant Fire Silent zone opens, whether it is armed or
disarmed, the control panel will generate the following:

The control panel can send the corresponding Alarm Report Code
and the alarm will be silent regardless of other settings.

Delayed Fire Silent Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 14

When a Delayed Fire zone opens, whether it is armed or disarmed,
the control panel will react as shown in Figure 10. Delayed 24Hr.
Fire zones are commonly used in residential homes where a
smoke detector often generates false alarms (i.e., burning bread,
etc.). The control panel can send the corresponding Alarm Report
Code and the alarm will be silent regardless of other settings.

24 Hr. Buzzer Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 15

When a 24Hr Buzzer Zone opens, whether the zone is armed or
disarmed, the control panel sets off the keypad’s buzzers to
indicate that the zone was breached. The control panel will report
the alarm, but will not enable the bell/siren output. Enter any valid
access code on the keypad to stop the buzzer. This zone definition
is particularly useful when a user wishes to be notified when
something such as a safe or locker within the home has been
accessed (i.e. a child accessing a valuable collection).

24 Hr. Burglary Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 16

Figure 10: Delayed 24Hr Fire Zone

Delayed Fire Zone
is triggered

Activate bell/siren output & delay
report transmission for 30 seconds.

Problem
corrected within
30 seconds?

Any key on
keypad pressed Latch alarm and
within 30 transmit report code.

seconds?

De-activate bell/siren output &
delay report transmission an
additional 90 seconds.

Problem
corrected?

END
Alarm Disabled

A

when a 24Hr Burglary Zone opens, whether the system is armed or disarmed, the control panel will immediately
generate an alarm. This alarm is defined by the alarm type, configured in Zone Programming under zone options [4]

and [5]. See Alarm Types on page 30.
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7117

7.1.18

7.1.19

7.1.20

7.1.21

7.1.22

7.1.23

7.1.24

24 Hr. Hold-up Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 17

When a 24Hr. Hold-up zone opens, whether it is armed or disarmed, the control panel will immediately generate an
alarm. This alarm is defined by the alarm type, configured in Zone Programming under zone options [4] and [5]. See
Alarm Types on page 30. The SIA FSK and CID reporting formats include specific report codes to identify the alarm as
a Hold-up alarm.

24 Hr. Gas Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 18

When a 24Hr. Gas zone opens, whether it is armed or disarmed, the control panel will immediately generate an alarm.
This alarm is defined by the alarm type, configured in Zone Programming under zone options [4] and [5]. See Alarm
Types on page 30. The SIA FSK and CID reporting formats include specific report codes to identify the alarm as a Gas
alarm.

24 Hr. Heat Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 19

When a 24Hr. Heat zone opens, whether it is armed or disarmed, the control panel will immediately generate an alarm.
This alarm is defined by the alarm type, configured in Zone Programming under zone options [4] and [5]. See Alarm
Types on page 30. The SIA FSK and CID reporting formats include specific report codes to identify the alarm as a Heat
alarm.

24 Hr. Water Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 20

When a 24Hr. Water zone opens, whether it is armed or disarmed, the control panel will immediately generate an
alarm. This alarm is defined by the alarm type, configured in Zone Programming under zone options [4] and [5]. See
Alarm Types on page 30. The SIA FSK and CID reporting formats include specific report codes to identify the alarm as
a Water alarm.

24 Hr. Freeze Zones
Sections [001] to [032]: Zones 1 to 32, First Digits = 21

When a 24Hr. Freeze zone opens, whether it is armed or disarmed, the control panel will immediately generate an
alarm. This alarm is defined by the alarm type, configured in Zone Programming under zone options [4] and [5]. See
Alarm Types on page 30. The SIA FSK and CID reporting formats include specific report codes to identify the alarm as
a Freeze alarm.

24Hr. Panic
Sections [001] to [032]: Zones 1 to 32, First Digits = 22

When a 24Hr. Panic zone opens, whether it is armed or disarmed, the system will immediately generate an alarm. This
alarm is defined by the panic options set in section [702]. The SIA FSK and CID reporting formats include specific
report codes to identify the alarm as a Panic alarm. Section [702] option [1] (Panic 1) must be enabled for the 24Hr.
Panic zone to function.

Instant No Pre-Alarm
Sections [001] to [032]: Zones 1 to 32, First Digits = 23

This zone definition ignores the Flex-Instant delay, and acts like a traditional Instant zone.

Follow No Pre-Alarm
Sections [001] to [032]: Zones 1 to 32, First Digits = 24

This zone definition ignores the Flex-Instant delay, and acts like a traditional Follow zone.
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7.2

7.3

7.4

Zone Definition Status
There are eight zone definitions that are affected by the Flex-Instant delay (section [720]). The following table shows how the
zone definition changes depending on the arm status and if the Flex-Instant delay is enabled. see Zone Definition Status on page

29.

Zone Definitions Stay Arm Sleep Arm Fully Arm
01 = Entry Delay 1 Entry Delay 1 Entry Delay 1 Entry Delay 1
02 = Entry Delay 2 Entry Delay 2 Entry Delay 2 Entry Delay 2
03 = Entry Delay 1 (Full Arm) Not Armed Not Armed Entry Delay 1
04 = Entry Delay 2 (Full Arm) Not Armed Not Armed Entry Delay 2
05 = Follow Follow* Follow* Follow

06 = Follow (Sleep/Full Arm) Not Armed Follow* Follow

07 = Follow (Full Arm) Not Armed Not Armed Follow

08 = Instant Instant* Instant* Instant

09 = Instant (Sleep/Full Arm) Not Armed Instant* Instant

10 = Instant (Full Arm) Not Armed Not Armed Instant

23 = Instant No Pre-Alarm Instant Instant Instant

24 = Follow No Pre-Alarm Follow Follow Follow

* Flex-Instant = Zone will follow the delay at section [720], (default is 15 seconds / 0 = instant zone)

Zone Partition Assignment
Sections [001] to [032]: Zones 1 to 32

The control panel provides the option of partitioning the security system into two completely independent systems. Sections [001]
to [032] represent zones 1 through 32 respectively, where the third digit in each of these sections represents the zone's partition
assignment. The zone is assigned to Partition 1 if third digit = 1, Partition 2 if third digit = 2, or both partitions is third digit = 3. For
more details, see Partitioning on page 56.

Zone Options
Sections [001] to [032] represent zones 1 through 32 respectively. After entering the definition and partition assignment, select
one or more of the following Zone Options by using the Multiple Feature Select Programming Method:

7.41

7.4.2

Auto Zone Shutdown

Sections [001] to [032] = Zones 1 to 32

Option [1] OFF = Auto Zone Shutdown Disabled

Option [1] ON = Auto Zone Shutdown Enabled for
selected zone (default)

If, in a single armed period, the number of alarms generated by a zone with the Auto Zone Shutdown option enabled

exceeds the number defined by the Auto Zone Shutdown Counter, the control panel will no longer generate an alarm

for that zone. To program the Auto Zone Shutdown Counter, key in the desired limit (000=Disabled, 001 to 015, Default
= 5) into section [712]. The Auto Zone Shutdown Counter resets every time a valid code is entered.

Bypassable Zones

Sections [001] to [032] = Zones 1 to 32

Option [2] OFF = Bypass Zone Disabled

Option [2] ON = Selected Zone is Bypass Enabled (default)

When a user utilizes the Bypass Programming feature (see Bypass Programming on page 23), only zones with the
Bypass option enabled can be programmed as bypassed.

A Do not program a fire zone with the Bypass option, as the control panel will never bypass fire zones.
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743 RF Zone Supervision
Sections [001] to [032]: Zones 1 to 32
Option [3] OFF = RF Zone Supervision Disabled
Option [3] ON = RF Zone Supervision Enabled (default)

The panel waits for each of its assigned wireless transmitters to send a status signal within a specified time period
(section [706], option [1]) to confirm their presence and functionality. If a device has not sent a signal within that time
period, the control panel can generate a trouble, an alarm, and/or transmit a report code to the monitoring station. See
Trouble Display on page 61.

744 Alarm Types
Sections [001] to [032]: Zones 1 to 32

[4] OFF / [5] OFF: Audible Steady (default)
When the conditions for an alarm have been met, the control panel can transmit the appropriate Zone Alarm report
code and provides a steady output for any bells or sirens connected to the control panel’s bell output.

[4] OFF / [5] ON: Audible Pulsed Alarm

When the conditions for an alarm have been met, the control panel can transmit the appropriate Zone Alarm report
code and provides a pulsed output (see Figure 9 on page 27) for any bells or sirens connected to the control panel’'s
bell output.

[4] ON / [5] OFF: Silent Alarm

When the conditions for an alarm are met, the control panel can transmit the appropriate Zone Alarm report code and
will not activate the control panel’s bell output. The appropriate ARM or STATUS LED on the keypads will flash to indicate
an alarm and the user will still have to disarm the system.

[4] ON / [5] ON: Report Only
When the conditions for an alarm have been met, the control panel can transmit the appropriate Zone Alarm report
code. The system will not have to be disarmed.

745 Intellizone
Sections [001] to [032]: Zones 1 to 32
Option [6] OFF = Intellizone Disabled (default)
Option [6] ON = Intellizone Enabled for Selected Zone

This feature reduces the possibility of false alarms. When a zone with the Intellizone option opens, the panel does not
immediately generate an alarm. First it triggers the Intellizone Delay Timer. To program the Intellizone Delay Timer, key
in the desired 3-digit value (000 to 255 seconds, Default = 48 seconds) into section [713]. If any of the following
conditions occur during this period, the panel will generate an alarm:

« During the Intellizone Delay, a second zone has caused an alarm.
* During the Intellizone Delay, the zone in alarm has restored (closed) and re-occurred (opened).
» The zone in alarm remains open for the entire Intellizone Delay.

7.4.6 Delay Alarm Transmission
Sections [001] to [032]: Zones 1 to 32
Option [7] OFF Delay Alarm Transmission Disabled (default)
Option [7] ON Delay Alarm Transmission Enabled for Selected Zone

When an alarm condition occurs on a zone with this option enabled, the control panel enables the bell/siren output, but
does not report the alarm to the monitoring station until the end of the Delay Alarm Transmission. To program the
Delay Alarm Transmission, key in the desired 3-digit delay value (000 = Disabled, 001 to 255 seconds) into section
[833]. During this period, disarming the system disables the bell/siren output and cancels the report code transmission.
This feature is commonly used with entry delay zones to reduce false alarms created by new users who may not
disarm the system in time.

747 Force Zones
Sections [001] to [032]: Zones 1 to 32
Option [8] OFF = Force Zone Disabled
Option [8] ON = Selected Zone is Force Enabled (default)

Any open Force Zones at the time of arming will be considered deactivated by the control panel. If during this period a
deactivated zone is closed, the control panel will revert that zone to active status. Consequently, the control panel will
generate an alarm if the zone is breached.

Do not program a fire zone with the Force option, as the control panel will never bypass fire zones
when Force arming.
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7.5 EOL Zones
Section [706]: Zone Options
Option [2] OFF = Zones do not use EOL resistors (default)
Option [2] ON = Zones require EOL resistors

If all detection devices connected to the control panel have input terminals that require 1KQ end of line resistors, enable option
[2] in section [706]. For details on using EOL resistors, see Single Zone Inputs on page 13.

7.6 ATZ Zone Doubling
Section [705]: General Zone Options
Option [1] OFF = ATZ zone doubling disabled (default)
Option [1] ON = ATZ zone doubling enabled

Enabling ATZ Zone Doubling allows you to install two detection devices per input terminal.

7.7 Tamper Input on ZX8 ID A (Panel + 1)
Section [706]: General Zone Options 2
Option [4] OFF = Zone A (default)
Option [4] ON = Tamper input

Enabling this option will make the first zone on the ZX8 ID A (Panel +1) a tamper input. By default, it is a zone.

7.8 Tamper Input on ZX8 ID B (Panel + 9)
Section [706]: General Zone Options 2
Option [5] OFF = Zone B (default)
Option [5] ON = Tamper input

Enabling this option will make the first zone on the ZX8 ID B (Panel +9) a tamper input. By default, it is a zone.

7.9 Tamper Input on ZX8 ID C (Panel + 17)
Section [706]: General Zone Options 2
Option [6] OFF = Zone C (default)
Option [6] ON = Tamper input

Enabling this option will make the first zone on the ZX8 ID C (Panel +17) a tamper input. By default, it is a zone.

710 ATZ Wiring Options
Section [705]: General Zone Options
Option [2] OFF = ATZ Series (default)
Option [2] ON = ATZ Parallel doubling enabled

ATZ Zone Doubling can be configured in either a series or parallel connection.

7.1 Zone Input 1 Becomes a 2-wire Smoke Input
Section [706]: General Zone Options
Option [3] OFF = Zone input 1 is a standard zone input (default)
Option [3] ON = Zone input 1 becomes a 2-wire smoke input

With this option enabled, zone input 1 becomes a 2-wire smoke input (all panels except SP5500).

712 Zone Timers
Sections [041] to [044]: Zones 1 to 4
001 to 255 X 10ms, Default = 060

The Zone Timer defines how quickly the control panel will respond to an open zone. The control panel will not display an open
zone on the keypad or generate an alarm until the programmed Zone Timer has elapsed. All other zone definitions and options
do not come into effect until the Zone Timer has elapsed. This feature prevents any momentary glitches from causing an alarm or
unnecessary reporting.
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8.1

8.2

8.3

Part 8: Keyswitch Programming

Keyswitch Numbering

On-board hardwire control panel zones only.

Keyswitch Numbering allows you to assign any hardwired input in the system to any of the 32 keyswitch zones in the control
panel. UL Note: Do not use keyswitches in UL Listed systems.

Keyswitch Definitions
Keyswitch Definitions determine how a keyswitch is used.

8.21

8.2.2

Maintained Keyswitch

On-board hardwire control panel zones only.

To arm a partition using the Maintained Keyswitch, turn the switch from the ON to the OFF position. Disarm it by setting
the key on the ON position.

Momentary Keyswitch

On-board hardwire control panel zones only.

To arm or disarm a partition using the Momentary Keyswitch, turn the keyswitch to the ON position for three seconds,
then turn it to the OFF position.

Keyswitch Options

Each keyswitch zone can be programmed with one or more options.

8.3.1

8.3.2

8.3.3

8.34

Stay/Sleep Disarm Option (Keyswitch)

On-board hardwire control panel zones only: Option 4

When enabled, the keyswitch can only disarm assigned Stay or Sleep armed partitions. When option [4] is disabled,
the keyswitch can disarm partitions armed using any arming method.

Arm Only (Keyswitch)

On-board hardwire control panel zones only: Option 5

When enabled, the keyswitch can only arm assigned partitions. The type of arming is determined by the other
Keyswitch Options selected.

Stay Arming (Keyswitch)
On-board hardwire control panel zones only: Option 6
Activating the keyswitch will Stay Arm the partition.

Sleep Arming (Keyswitch)
On-board hardwire control panel zones only: Option 7
Activating the keyswitch will Sleep Arm the partition.

% Only one of the arming options (Stay, Force, Instant and Regular) can be selected.
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Part 9: Wireless Features

The control panel(s) allows for the addition of up to thirty-two fully supervised wireless transmitters, and up to thirty-two programmable
remote controls.

9.1 Wireless Transmitter Programming
The programming of the wireless transmitters (detectors and door contacts) is accomplished in two steps:

1. Assign the wireless transmitter to the control panel.
2. Program the zones.

Wireless Transmitter Programming can be executed through the Installer Quick Menu in the programming guide.
Sections [061] to [092] represent expansion inputs 1 to 32 respectively.

The serial number is located on the inside of the transmitter or you can use the Serial Number Display (section [960]) to

@ determine its serial number. The transmitters must be activated once having been assigned to the control panel. To
activate a transmitter, insert the batteries and close the cover. To ensure proper synchronization between the control panel
and the transmitter, open and close the zone corresponding to the transmitter.

How Do | Assign Wireless Transmitters to the Panel?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [061] to [092]).

4) Enter the 6-digit [SERIAL NUMBER] of the wireless transmitter.

How Do | Delete Assigned Wireless Transmitters?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [061] to [092]).

4) Press the [0] key six times to clear the serial number.

9.2 Viewing the Wireless Transmitter Signal Strength
Sections [101] to [132]

Once wireless transmitters have been installed and assigned to the control panel, the signal strength of each transmitter can be
verified in sections [101] to [132]. Each section represents the signal strength viewer for a specific device. For example, section
[101] is the viewer for zone 1 and section [132] is the viewer for the zone 32. Sometimes moving the transmitter or control panel
by a small amount will greatly increase the signal reception.

How Do | View a Wireless Transmitter’s Signal Strength?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [101] to [132]).

4) Press the transmitter’s anti-tamper switch or open the corresponding zone.

5) The keypad will illuminate numbers 1 to 10.

‘ Signal Strength Indicator ‘ 8 to 10/ 3 beeps = Best signal ‘ 5to 7 /2 beeps = Average signal | 1to 4 /1 beep = Weak signal (Relocate)

9.3 Supervision Options

A The Supervision Options cannot be used with any remote controls assigned to the control panel.

9.3.1 Supervision Bypass Options
Section [705]: Arming/Disarming Options
Option [8] ON = Generate Supervision Loss if detected on a Bypassed Wireless Transmitter Zone
(default)
Option [8] OFF = No Supervision Loss if detected on a Bypassed Wireless Transmitter Zone

When this feature is disabled, the Wireless Transmitter Supervision Options will follow the zone’s bypass definition.

This means the control panel will not perform any action if a Supervision Loss occurs on a bypassed zone. When this
feature is enabled, the Wireless Transmitter Options will ignore the bypass definition. This means the control panel will
generate an incident as per Wireless Transmitter Supervision Options if a supervision loss occurs on a bypassed zone.
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9.4

9.5

9.6

34

9.3.2 RF Module Supervision Timer Settings
Section [706]: Supervision Options
Option [1] OFF = Check-in supervision interval is every 24 hours (default)
Option [1] ON = Check-in supervision interval is every 80 minutes

Option [1] defines the time period that the control panel will expect a check-in status signal from its assigned wireless
transmitters. For example, if the timer is set to 80 minutes (option [1] = ON), the control panel will expect a check-in
status signal to be sent from its assigned wireless transmitters within 80 minutes. If the control panel does not receive
a signal from one of its wireless transmitters within the period of time defined here, it can then generate a trouble, an
alarm, and/or can transmit a report code to the monitoring station (see Supervision Options on page 33).

RF Jamming Supervision

Section [700]: Zone Options

Option [5] OFF = RF Jamming Supervision Disabled

Option [5] ON RF Jamming Supervision Enabled (default)

With option [5] ON, a trouble will be generated when the panel’s RF signal is jammed or encounters interference for a minimum of
10 seconds.

Wireless Serial Number Display
Section [960]: Find Wireless Serial Number Display

To see the wireless serial number display, enter section [960]. Press the anti-tamper switch of the desired module to be viewed.
The first digit of the serial number will illuminate on the keypad. Press [ENTER] to see each consecutive digit. Press [CLEAR] to
exit.

Remote Control Programming
The control panel accepts up to thirty-two fully programmable remote controls. Programming the remote controls is accomplished
in two steps:

1) Assign the remote controls to the control panel.
2) Program the buttons on the remote controls.

9.6.1 Assigning a Remote Control to the Control Panel
Sections [651] to [682]: Remote Controls 1 to 32 respectively
Remote controls are assigned to the panel using the Automatic Learning method via the MAster Quick Menu
Programming or by entering the serial number.

How Do | Assign a Remote Control to the Control Panel?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [651] to [682]).

4) Enter the six-digit serial number of the remote.

9.6.2 Deleting Assigned Remote Controls
Sections [651] to [682]: Remote Controls 1 to 32 respectively
Remote controls can be deleted by deleting the corresponding user (see the Quick Menu in the user guide).

How Do | Delete a Remote Control?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [651] to [682]).

4) Press the [0] button six times to delete the serial number.

9.6.3 Programming the Remote Control Buttons
Sections [611] to [642]: Remote Controls 1 to 32 respectively

Each remote control can be programmed to perform up to 4 different actions. Each digit in sections [611] to [642]
represents a button or combination of buttons. Digits 1 through 4 can be programmed, while digits 5 through 8 are
reserved for future use and must be defined as empty (reminder: [SLEEP] = empty).

How Do | Program the Remote Control’s Buttons?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)

3) Enter the desired [SECTION NUMBER] (from sections [610] to [642]).

4) Enter the [HEXADECIMAL VALUE] (0 to F) of the desired button option from Table 4 on page 35 in the appropriate
space. If you do not wish to program a button combination, press the [SLEEP] key to skip.

Reference & Installation Manual



9.7

9.8

9.9

é Warning: When section [610] is accessed, the panel will copy the saved value of that section to all
remotes.

Table 4: Button Options

[0] = Button Disabled* [8] = Generate a Panic 1 Alarm

[1] = Regular/Regular Force arming [9] = Generate a Panic 2 Alarm

[2] = Stay/Stay Force arming [0] or [0(10)] = Generate a Panic 3 Alarm

[3]1 = N/A [oFF] = Activates any PGMs that have Event Group #08 as their Activation Event
[4] = Sleep/Sleep Force arming [BYP] = Activates any PGMs that have Event Group #09 as their Activation Event
[5] = N/A [MEM] = Activates any PGMs that have Event Group #10 as their Activation Event
[6] = N/A [TBL] = Activates any PGMs that have Event Group #11 as their Activation Event
[71=N/A [¢h] = Paramedic alarm

* If you do not enter a value for a button, that button is disabled.

Wireless Keypad Assignment
Sections [571] to [578]

Automatic Assignment: After panel power-up, the control panel will open a 10 minute window for Automatic Assignment. Press
and hold the [(H] and [BYP] key for three seconds on the respective keypad. The keypad is assigned to the control panel. Up to 8
wireless keypads can be assigned within the ten minute window.

Standard Assignment: Press [ENTER]. Enter your [INSTALLER CODE] or [MAINTENANCE CODE].

Go to section(s) [671] = Keypad 1, [672] = Keypad 2, [673] = Keypad 3, or [674] = Keypad 4, [575] = Keypad 5, [576] = Keypad
6, [577] = Keypad 7, or [578] = Keypad 8

Press and hold the [(H] and [BYP] key for three seconds on the respective keypad. The keypad is assigned to the control panel.
Alternatively, enter the serial number of the K32RF into one of the eight sections to assign it to the panel.

Viewing the Wireless Keypad Signal Strength
Sections [591] to [598]

Once wireless keypads have been installed and assigned to the control panel, the signal strength of each transmitter can be
verified in sections [591] to [598]. Each section represents the signal strength viewer for a specific keypad. For example, section
[591] is the viewer for keypad 1 and section [598] is the viewer for the keypad 8. Sometimes moving the keypad by a small
amount will greatly increase the signal reception.

How Do | View a Wireless Keypad’s Signal Strength?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [591] to [598]).

4) Press the keypad’s anti-tamper switch or open the corresponding keypad zone.

5) The keypad will illuminate numbers 1 to 10.

| Signal Strength Indicator l 8 to 10 / 3 beeps = Best signal ‘ 5to 7 /2 beeps = Average signal ‘ 1to 4/ 1 beep = Weak signal (Relocate)

Wireless Keypad Options

Section [588]: Wireless Keypad Options

If enabled, the panel can wait for each of its assigned wireless transmitters to send a status signal within a specified time to
confirm their presence and functionality.

Option [1] OFF = Keypad 1 Supervision Disabled

Option [1] ON = Keypad 1 Supervision Enabled (default)
Option [2] OFF = Keypad 2 Supervision Disabled
Option [2] ON = Keypad 2 Supervision Enabled (default)

Option [3] OFF = Keypad 2 Supervision Disabled
Option [3] ON Keypad 2 Supervision Enabled (default)

Option [4] OFF

Keypad 2 Supervision Disabled

Option [4] ON = Keypad 2 Supervision Enabled (default)
Option [5] OFF = Keypad 2 Supervision Disabled
Option [5] ON = Keypad 2 Supervision Enabled (default)
Option [6] OFF = Keypad 2 Supervision Disabled
Option [6] ON = Keypad 2 Supervision Enabled (default)
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Option [7] OFF = Keypad 2 Supervision Disabled

Option [7] ON = Keypad 2 Supervision Enabled (default)
Option [8] OFF = Keypad 2 Supervision Disabled
Option [8] ON = Keypad 2 Supervision Enabled (default)

Wireless Keypad Live Display Mode
Section [587]: Wireless Keypad Options

Option [8] OFF = Live Display Mode Disabled
Option [8] ON = Live Display Mode Enabled (default)

The K32RF has two display modes. By default, the keypad will show all events (e.g. zones in alarm, bypassed zones, etc.) live as
they occur. Alternatively, with Live Display Mode off, the system will only display zones that cause an alarm or entry delay. If you
want to see the status of all zones, press the [1 ] key. Zones that are open but have not triggered an alarm will only be displayed
after pressing the [&] key. The display will appear for 30 seconds, showing the status of all zones at the time the [&] key was
pressed. The zone display will shut off after 30 seconds.

Wireless Repeater Programming

Sections [545] to [546] represent wireless repeater 1 and 2 respectively.

The wireless repeater module will improve the range of your system by retransmitting information from zones, PGMs, wireless
keypads and the control panel. Note that all remote control signals are always repeated. You can have two RPT1 per system.
The wireless repeater also provides one PGM and one zone input with two-way wireless communication with the panel.

How Do | Assign Wireless Repeaters to the Panel?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [545] to [546]).

4) Enter the 6-digit [SERIAL NUMBER] of the wireless repeater.

How Do | Delete Assigned Wireless Repeaters?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [545] to [546])

4) Press the [0] key six times to clear the serial number.

Viewing the Repeater’s Signal Strength
Sections [548] to [549]

Once the repeaters have been installed and assigned to the control panel, the signal strength of each repeater can be verified in
sections [548] to [549]. Section [548] is the viewer for repeater 1 and section [549] is the viewer for the repeater 2. Sometimes
moving the repeater or control panel by a small amount will greatly increase the signal reception.

How Do | View a Wireless Transmitter’s Signal Strength?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [548] to [549]).

4) Press the repeater’s anti-tamper switch.

5) The keypad will illuminate numbers 1 to 10.

| Signal Strength Indicator |8 to 10/ 3 beeps = Best signal |5to 7 /2 beeps = Average signal | 1to 4 /1 beep = Weak signal (Relocate)

Wireless Repeater Options
Section [587]: Wireless Repeater Options

Option [1] OFF = Repeater 1 Supervision Disabled

Option [1] ON = Repeater 1 Supervision Enabled (default)
Option [2] OFF = Repeater 2 Supervision Disabled
Option [2] ON = Repeater 2 Supervision Enabled (default)

If enabled, the panel can wait for each of its assigned wireless transmitters to send a status signal within a specified time to
confirm their presence and functionality.
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Wireless Options

Section [551] (Repeater 1) and Section [561] (Repeater 2): Wireless Repeater Options

Enable or disable the repetition of wireless keypads in this section. Enabling these options for keypads means that the repeater
will retransmit any signals relevant to them.

Option [1] OFF
Option [1] ON
Option [2] OFF
Option [2] ON
Option [3] OFF
Option [3] ON
Option [4] OFF
Option [4] ON
Option [5] OFF
Option [5] ON
Option [6] OFF
Option [6] ON
Option [7] OFF
Option [7] ON
Option [8] OFF
Option [8] ON

Section [552] (Repeater 1) and Section [562] (Repeater 2): Wireless Repeater Options

= Repeat Wireless Keypad 1 Signals (default)
= Repeat Wireless Keypad 1 Signals

= Repeat Wireless Keypad 2 Signals (default)
= Repeat Wireless Keypad 2 Signals

= Repeat Wireless Keypad 3 Signals (default)
= Repeat Wireless Keypad 3 Signals

= Repeat Wireless Keypad 4 Signals (default)
= Repeat Wireless Keypad 4 Signals

= Repeat Wireless Keypad 5 Signals (default)
= Repeat Wireless Keypad 5 Signals

= Repeat Wireless Keypad 6 Signals (default)
= Repeat Wireless Keypad 6 Signals

= Repeat Wireless Keypad 7 Signals (default)
= Repeat Wireless Keypad 7 Signals

Repeat Wireless Keypad 8 Signals (default)
= Repeat Wireless Keypad 8 Signals

Enable or disable the repetition of zone signals in these sections. Enabling these options for zones means that the repeater will
retransmit any signals relevant to them.

Option [1] OFF
Option [1] ON
Option [2] OFF
Option [2] ON
Option [3] OFF
Option [3] ON
Option [4] OFF
Option [4] ON
Option [5] OFF
Option [5] ON
Option [6] OFF
Option [6] ON
Option [7] OFF
Option [7] ON

Option [8] OFF
Option [8] ON

Section [553] (Repeater 1) and Section [563] (Repeater 2): Wireless Repeater Options

= Repeat Wireless Zone 1 Signals (default)
= Repeat Wireless Zone 1 Signals

= Repeat Wireless Zone 2 Signals (default)
= Repeat Wireless Zone 2 Signals

= Repeat Wireless Zone 3 Signals (default)
= Repeat Wireless Zone 3 Signals

= Repeat Wireless Zone 4 Signals (default)
= Repeat Wireless Zone 4 Signals

= Repeat Wireless Zone 5 Signals (default)
= Repeat Wireless Zone 5 Signals

= Repeat Wireless Zone 6 Signals (default)
= Repeat Wireless Zone 6 Signals

= Repeat Wireless Zone 7 Signals (default)
= Repeat Wireless Zone 7 Signals

= Repeat Wireless Zone 8 Signals (default)
= Repeat Wireless Zone 8 Signals

Enable or disable the repetition of zone signals in these sections. Enabling these options for zones means that the repeater will
retransmit any signals relevant to them.

Option [1] OFF
Option [1] ON
Option [2] OFF
Option [2] ON
Option [3] OFF
Option [3] ON
Option [4] OFF
Option [4] ON
Option [5] OFF
Option [5] ON

= Repeat Wireless Zone 9 Signals (default)
= Repeat Wireless Zone 9 Signals

= Repeat Wireless Zone 10 Signals (default)
= Repeat Wireless Zone 10 Signals

= Repeat Wireless Zone 11 Signals (default)
= Repeat Wireless Zone 11 Signals

= Repeat Wireless Zone 12 Signals (default)
= Repeat Wireless Zone 12 Signals

= Repeat Wireless Zone 13 Signals (default)
= Repeat Wireless Zone 13 Signals
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Option [6] OFF
Option [6] ON
Option [7] OFF
Option [7] ON
Option [8] OFF
Option [8] ON

Section [554] (Repeater 1) and Section [564] (Repeater 2): Wireless Repeater Options
Enable or disable the repetition of zone signals in these sections. Enabling these options for zones means that the repeater will

= Repeat Wireless Zone 14 Signals (default)
= Repeat Wireless Zone 14 Signals

= Repeat Wireless Zone 15 Signals (default)
= Repeat Wireless Zone 15 Signals

= Repeat Wireless Zone 16 Signals (default)
= Repeat Wireless Zone 16 Signals

retransmit any signals relevant to them.

Option [1] OFF
Option [1] ON

Option [2] OFF
Option [2] ON
Option [3] OFF
Option [3] ON

Option [4] OFF
Option [4] ON
Option [5] OFF
Option [5] ON
Option [6] OFF
Option [6] ON
Option [7] OFF
Option [7] ON
Option [8] OFF
Option [8] ON

Section [555] (Repeater 1) and Section [565] (Repeater 2): Wireless Repeater Options
Enable or disable the repetition of zone signals in these sections. Enabling these options for zones means that the repeater will

= Repeat Wireless Zone 17 Signals (default)
= Repeat Wireless Zone 17 Signals

= Repeat Wireless Zone 18 Signals (default)
= Repeat Wireless Zone 18 Signals
= Repeat Wireless Zone 19 Signals (default)
= Repeat Wireless Zone 19 Signals

= Repeat Wireless Zone 20 Signals (default)
= Repeat Wireless Zone 20 Signals

= Repeat Wireless Zone 21 Signals (default)
= Repeat Wireless Zone 13 Signals

= Repeat Wireless Zone 22 Signals (default)
= Repeat Wireless Zone 22 Signals

= Repeat Wireless Zone 23 Signals (default)
= Repeat Wireless Zone 23 Signals

= Repeat Wireless Zone 24 Signals (default)
= Repeat Wireless Zone 24 Signals

retransmit any signals relevant to them.

Option [1] OFF
Option [1] ON
Option [2] OFF
Option [2] ON
Option [3] OFF
Option [3] ON
Option [4] OFF
Option [4] ON
Option [5] OFF
Option [5] ON
Option [6] OFF
Option [6] ON
Option [7] OFF
Option [7] ON
Option [8] OFF
Option [8] ON

= Repeat Wireless Zone 25 Signals (default)
= Repeat Wireless Zone 25 Signals

= Repeat Wireless Zone 26 Signals (default)
= Repeat Wireless Zone 26 Signals

= Repeat Wireless Zone 27 Signals (default)
= Repeat Wireless Zone 27 Signals

= Repeat Wireless Zone 28 Signals (default)
Repeat Wireless Zone 28 Signals

= Repeat Wireless Zone 29 Signals (default)
= Repeat Wireless Zone 29 Signals

= Repeat Wireless Zone 30 Signals (default)
= Repeat Wireless Zone 30 Signals

= Repeat Wireless Zone 31 Signals (default)
= Repeat Wireless Zone 31 Signals

= Repeat Wireless Zone 32 Signals (default)
= Repeat Wireless Zone 32 Signals
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Section [556] (Repeater 1) and Section [566] (Repeater 2): Wireless Repeater Options

Enable or disable the repetition of 2WPGM signals in these sections. Enabling these options for 2WPGMs means that the
repeater will retransmit any signals relevant to them.

Option [1] OFF
Option [1] ON
Option [2] OFF
Option [2] ON
Option [3] OFF
Option [3] ON
Option [4] OFF
Option [4] ON
Option [5] OFF
Option [5] ON
Option [6] OFF
Option [6] ON
Option [7] OFF
Option [7] ON

Option [8] OFF
Option [8] ON

Section [557] (Repeater 1) and Section [567] (Repeater 2): Wireless Repeater Options

= Repeat Wireless 2-Way PGM 1 Signals (default)
= Repeat Wireless 2-Way PGM 1 Signals

= Repeat Wireless 2-Way PGM 2 Signals (default)
= Repeat Wireless 2-Way PGM 2 Signals

= Repeat Wireless 2-Way PGM 3 Signals (default)
= Repeat Wireless 2-Way PGM 3 Signals

= Repeat Wireless 2-Way PGM 4 Signals (default)
= Repeat Wireless 2-Way PGM 4 Signals

= Repeat Wireless 2-Way PGM 5 Signals (default)
= Repeat Wireless 2-Way PGM 5 Signals

= Repeat Wireless 2-Way PGM 6 Signals (default)
= Repeat Wireless 2-Way PGM 6 Signals

= Repeat Wireless 2-Way PGM 7 Signals (default)
= Repeat Wireless 2-Way PGM 7 Signals

= Repeat Wireless 2-Way PGM 8 Signals (default)
= Repeat Wireless 2-Way PGM 8 Signals

Enable or disable the repetition of 2WPGM signals in these sections. Enabling these options for 2WPGMs means that the
repeater will retransmit any signals relevant to them.

Option [1] OFF
Option [1] ON
Option [2] OFF
Option [2] ON
Option [3] OFF
Option [3] ON
Option [4] OFF
Option [4] ON
Option [5] OFF
Option [5] ON
Option [6] OFF
Option [6] ON
Option [7] OFF
Option [7] ON
Option [8] OFF
Option [8] ON

= Repeat Wireless 2-Way PGM 9 Signals (default)
= Repeat Wireless 2-Way PGM 9 Signals

= Repeat Wireless 2-Way PGM 10 Signals (default)
= Repeat Wireless 2-Way PGM 10 Signals

= Repeat Wireless 2-Way PGM 11 Signals (default)
= Repeat Wireless 2-Way PGM 11 Signals

= Repeat Wireless 2-Way PGM 12 Signals (default)
= Repeat Wireless 2-Way PGM 12 Signals

= Repeat Wireless 2-Way PGM 13 Signals (default)
= Repeat Wireless 2-Way PGM 13 Signals

= Repeat Wireless 2-Way PGM 14 Signals (default)
= Repeat Wireless 2-Way PGM 14 Signals

Repeat Wireless 2-Way PGM 15 Signals (default)
= Repeat Wireless 2-Way PGM 15 Signals

= Repeat Wireless 2-Way PGM 16 Signals (default)
= Repeat Wireless 2-Way PGM 16 Signals

Magellan / Spectra SP 39



10.1

10.2

10.3

10.4

10.5

10.6

10.7

40

Part 10: Arming and Disarming Options

Switch to Stay Arming if no Entry Delay is opened
Section [741]: Partition 1, Section [742] = Partition 2
Option [5] OFF = Switch to Stay Arming Disabled (default)
Option [5] ON = Switch to Stay Arming Enabled

If a user Regular arms a partition, but does not exit through (open and close) an entry delay zone during the exit delay, the control
panel can be programmed to switch from Regular arming to Stay arming.

When Delay Zone is bypassed Follow Zones become Entry Delay 2

Section [741]: Partition 1, Section [742] = Partition 2

Option [6] OFF = Follow zones become entry delay 2 when delay zone is bypassed disabled (default)
Option [6] ON = Follow zones become entry delay 2 when delay zone is bypassed enabled

If a user has an entry point defined as a delay, and a motion detector set as a follow zone, this option allows the user to bypass a
delay zone so that the motion detector becomes an entry delay 2 zone. For example, if a user has a malfunctioning door contact,
they can bypass the delay zone and have the motion detector become an entry delay 2 zone so that they have sufficient time to
disarm the system. All follow zones become entry delay 2 if at least one delay zone is bypassed.

Regular Arming switches to Force Arming

(Not to be used with UL Installations)

Section [704]: Arming/Disarming Options

Option [1] OFF = Regular Arming Switches to Force Arming Disabled

Option [1] ON = Regular Arming Switches to Force Arming Enabled (default)

With this feature enabled, the control panel will always Force arm (if a force-enabled zone is open, see Force Zones on page 30)
instead of Regular arm when a valid user access code with the Force Arming Option is entered.

Stay Arming switches to Stay Force Arming

(Not to be used with UL Installations)

Section [704]: Arming/Disarming Options

Option [2] OFF = Stay Arming Switches to Stay Force Arming Disabled

Option [2] ON = Stay Arming Switches to Stay Force Arming Enabled (default)

With this feature enabled, the control panel will always Stay Force arm (if a force-enabled zone is open, see Force Zones on page
30) instead of Stay arm when a valid user access code with the Force Arming Option is entered.

Sleep Arming switches to Sleep Force Arming

(Not to be used with UL Installations)

Section [704]: Arming/Disarming Options

Option [3] OFF = Sleep Arming Switches to Sleep Force Arming Disabled

Option [3] ON = Sleep Arming Switches to Sleep Force Arming Enabled (default)

With this feature enabled, the control panel will always Sleep Force arm (if a force-enabled zone is open, see Force Zones on
page 30) instead of Sleep arm when a valid user access code with the Force Arming Option is entered.

Restrict Arming on Battery Failure

Section [703]: Arming/Disarming Options

Option [5] OFF = Permit arming on battery failure (default)
Option [5] ON = Restrict arming on battery failure

If this option is enabled, the control panel will not arm the system if the control panel detects that the backup battery is
disconnected, that its fuse is blown, or that the battery voltage drops to less than 10.5V. The control panel will not arm the system
until all battery trouble conditions are rectified.

Restrict Arming on Tamper Failure

Section [703]: Arming/Disarming Options

Option [6] OFF = Permit arming on tamper failure (default)
Option [6] ON Restrict arming on tamper failure

If this option is enabled, the control panel will not arm the system if the control panel detects a tamper trouble on one or more
zones. The control panel will not arm the system until all tamper trouble conditions are rectified.

This feature will not function if the tamper recognition options (see Tamper Recognition on page 44) are disabled
A or whenever the tampered zone is bypassed and the tamper bypass options have been enabled (see Tamper
Bypass Options on page 45).
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Restrict Arming on Wireless Supervision Trouble

Section [703]: Arming/Disarming Options

Option [7] OFF = Permit arming on wireless supervision failure (default)
Option [7] ON = Restrict arming on wireless supervision failure

If this option is enabled, the control panel will not arm the system if the control panel detects a wireless supervision trouble on one
or more zones. The control panel will not arm the system until all wireless supervision trouble conditions are rectified.

This feature will not function if the tamper recognition options (see Tamper Recognition on page 44) are disabled
& or whenever the tampered zone is bypassed and the tamper bypass options have been enabled (see Tamper
Bypass Options on page 45).

Arm/Disarm with VDMP3

Section [703]: Arming/Disarming Options

Option [8] OFF = Arm/Disarm with VDMP3 disabled

Option [8] ON = Arm/Disarm with VDMP3 enabled (default)

If this option is enabled, arming/disarming with the VDMP3 is functional. Disable the option if you do not want the ability to arm/
disarm the system via telephone.

Timed Auto-Arming

Section [741] = Partition 1, [742] = Partition 2

Option [1] OFF = Timed Auto-Arming Disabled (default)
Option [1] ON = Timed Auto-Arming Enabled

Each partition can be programmed to arm every day at the time specified by the Auto-arm Timer. The auto-arming options (see
Auto-Arming Options on page 42) determine the partition's arming method. Any open zones detected when a partition is auto-
armed will be bypassed regardless of their definition (except 24Hr zones). The control panel will enter a 60-second exit delay
period before arming the system. At this point, auto-arming can be cancelled by entering a valid access code. Once the partition
has successfully armed, the control panel can transmit the Timed Auto-arming report code programmed in section [860].

Example: To automatically arm partition 2 everyday at 6:15PM, enable Timed Auto-arming for partition 2 by turning on option [1]
in section [742]. Then key in 18:15 into section [762].

10.10.1 Auto-Arm Timer
Section [761] = Partition 1, [762] = Partition 2
Select the section corresponding to the desired partition and program the time (use the 24-hour clock i.e. 6:30PM =
18:30) that you wish the control panel to attempt to arm the selected partition and/or send the Late to Close report code.

No Movement Auto-Arming

Section [741] = Partition 1, [742] = Partition 2

Option [2] OFF = No Movement Auto-Arming Disabled (default)
Option [2] ON = No Movement Auto-Arming Enabled

If no movement occurs in a partition's protected area for the period specified by the No Movement Timer, the control panel can
automatically arm that partition. The Auto-arming Option determines the partition's arming method. Any open zones detected
when a partition is Auto-armed will be bypassed regardless of their definition (except 24Hr zones). Upon arming, the control panel
will transmit the No Movement report code if programmed in section [860]. Regardless of whether the system was successfully
armed or not, the control panel will always transmit the No Movement report code if programmed in section [860]. If No
Movement Auto-arming is disabled, the control panel will still send the No Movement report code at the time specified by the No
Movement Timer.

Example: To arm partition 1 whenever there is no movement for a period of 4 hours, enable No Movement Auto-arming for
partition 1 by turning on the [2] Option in section [741]. Then in section [749] enter 016 (16x15min = 240min = 4 hours).

10.11.1 No Movement Timer
Section [749] = Partition 1, [750] = Partition 2
000 to 255 x 15 min, Default = Disabled
Select the section corresponding to the desired partition and program the interval of time without movement you wish
the control panel to wait before arming and/or sending the No Movement report code. If No Movement Auto-arming is
disabled, the control panel can still send the No Movement report code when no movement has been detected for the
period specified by the No Movement Timer.
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Auto-Arming Options
(Not to be used with UL installations)
Section [741] = Partition 1, [742] = Partition 2

[3] (4]
OFF OFF Regular
OFF ON Sleep

ON OFF Stay

When using Timed Auto-arming or No Movement Auto-arming, the control panel can Regular, Sleep or Stay arm the selected
partition.

One-Touch Arming

(Not to be used with UL installations)

Section [703]: Options [1] to [3]

Option [1] ON = Press & hold the [aARM] key for One-touch Regular Arming.
Option [2] ON = Press & hold the [sTAY] key for One-touch Stay Arming.
Option [3] ON = Press & hold the [sLeeP] key for One-touch Sleep Arming.

The One-touch arming features allow users to arm the system without having to enter any access codes. To arm the system,
press and hold the appropriate key (see above) for approximately 3 seconds. If the system is partitioned, you must also press the
key corresponding to the partition you wish to arm.

One-Touch Bypass Programming

(Not to be used with UL installations)

Section [703]: Options [4]

Option [4] ON = Press & hold the [BYP] key for One-touch Bypass Programming.

Bypass programming allows users to program the alarm system to ignore (deactivate) specified zones the next time the system is
armed. Press and hold the [BYP] key for three seconds to access bypass programming mode.

Exit Delay
Section [745] = Partition 1, [746] = Partition 2
001 to 255 seconds, Default = 60 seconds, Maximum 60 seconds for UL Listed systems

After entering the required arming sequence (i.e. user access code, etc.), the exit delay parameter determines the amount of time
a user has to leave the protected area before the control panel arms the partition. The exit delay applies to all zones in the
selected partition. When enabled, the keypad will beep once every second during the exit delay and will beep rapidly during the
final 10 seconds of the exit delay.

10.15.1 Beep On Exit Delay
Section [704]: Arming/Disarming Options
Option [6] OFF = Beep on Exit Delay Disabled
Option [6] ON Beep on Exit Delay Enabled (default)

Bell Squawk On Arm/Disarm with Keypad

Section [704]: Arming/Disarming Options

Option [5] OFF = Bell Squawk on Arm/Disarm Disabled (default)
Option [5] ON = Bell Squawk on Arm/Disarm Enabled

When this feature is enabled, the bell or siren will squawk once upon arming and twice upon disarming via the keypad.

Bell Squawk On Arm/Disarm with Remote Control

Section [704]: Arming/Disarming Options

Option [4] OFF = Bell Squawk on Arm/Disarm with Remote Control Disabled (default)
Option [4] ON Bell Squawk on Arm/Disarm with Remote Control Enabled

When this feature is enabled, the bell or siren will squawk once upon arming with a remote control and twice upon disarming with
a remote control. Must be enabled for UL installations.

No Exit Delay When Arming with Remote Control

Section [704]: Arming/Disarming Options

Option [8] OFF = Provides Exit Delay When Arming with a Remote Control (default)
Option [8] ON No Exit Delay When Arming with a Remote Control

When the option is enabled, the panel cancels the exit delay (arms instantly) when a partition is armed with a remote control.
When disabled, the exit delay timer will start when a partition is armed with a remote control.
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10.19

10.20

10.21

No Exit Delay Beeps and No Bell Squawk When Stay/Sleep Arming

Section [704]: Arming/Disarming Options

Option [7] OFF = No Exit Delay Beeps and No Bell Squawk When Stay/Sleep Arming Disabled

Option [7] ON = No Exit Delay Beeps and No Bell Squawk When Stay/Sleep Arming Enabled (default)

With this feature enabled, the control panel will prevent the bell or siren from squawking and the keypads from beeping during the
exit delay, whenever a partition is Stay/Sleep armed.

Exit Delay Termination

Section [700]: Arming/Disarming Options

Option [6] OFF = Exit Delay Termination (Disabled)
Option [6] ON = Exit Delay Termination Enabled (default)

When option [6] is enabled (ON), the panel will reduce the Exit Delay to 10 seconds when an Entry Delay zone is opened and
closed during the Exit Delay.

Example: 15 seconds into a 45 second Exit Delay, an Entry Delay zone opens and closes. The remaining 30 seconds is reduced
to 10 seconds.

Fast Exit

When the system is already Stay or Sleep armed: This feature will allow you to exit and keep the system armed. Press and hold
the [OFF] key for 3 seconds to start the exit delay. After the exit delay has elapsed, the system will switch to its previous arming
mode.
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Part 11: Alarm Options

Bell Cut-Off Timer
Section [747] = Partition 1, [748] = Partition 2
000 = Disabled, 001 to 255 minutes, Default = 4 minutes, 5 minutes minimum for ULC installations

After an audible alarm, the bell or siren will stop upon disarming of the partition or when the Bell Cut-Off Timer has elapsed,
whichever comes first.

Recycle Alarm

After the Bell Cut-Off Timer and the Recycle Delay have elapsed, the control panel will re-verify the zone status. If there are any
open zones, the control panel will generate another alarm. In one armed period, the control panel will repeat this sequence the
number of times defined by the Recycle Counter.

11.2.1 Recycle Alarm Delay
Section [714]

000 = disabled, 001 to 255 minutes, Default = Disabled

The Recycle Delay determines the amount of time after Bell Cut-Off that the control panel will wait before re-verifying
zone status.

11.2.2 Recycle Alarm Counter
Section [715]

000 = disabled, 001 to 255, Default = Disabled
The Recycle Counter determines the number of times the control panel will re-verify the zone status after Bell Cut-Off
in one armed period.

Tamper Recognition

11.3.1  Zones/RF Module and Keypad/Bus Module Tamper Recognition

Section [705]: Tamper Recognition Options

[3] [4] |Zones/RF Module Tamper Recognition Options |Keypad / Bus Module Tamper Recognition Options*
OFF | OFF |Disabled DISABLED
OFF | ON |[TROUBLE ONLY TROUBLE ONLY
ON | OFF |When disarmed: TROUBLE ONLY TROUBLE ONLY
When armed: Follow zone’s alarm type
ON ON |When disarmed: AUDIBLE ALARM AUDIBLE ALARM
When armed: Follow zone’s alarm type
* Tamper recognition of keypad/bus module only if section [700] option [7] is enabled.

If a device has been tampered with (i.e. the anti-tamper switch has been set off), the control panel can generate a
trouble, an alarm, and/or transmit a report code to the monitoring station. The system will react to an RF zone and a
keypad/bus module differently.

RF Module Supervision
Section [705]: Supervision Options

[6] [7] |RF Supervision Options Keypad / Bus Module Supervision Options
OFF | OFF |Disabled Disabled
OFF | ON [TROUBLE ONLY TROUBLE ONLY
ON | OFF |When disarmed: TROUBLE ONLY TROUBLE ONLY
When armed: Follow zone’s alarm type
ON | ON |When disarmed: AUDIBLE ALARM AUDIBLE ALARM
When armed: Follow zone’s alarm type

The control panel waits for each of its assigned wireless transmitters to send a status signal within a specified time period to
confirm their presence and functionality. If a device has not sent a signal within that time period, the control panel can generate a
trouble, an alarm, and/or transmit a report code to the monitoring station. The system will react to an RF zone and a keypad/bus
module differently.
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11.5

11.6

11.7

11.8

11.9

Tamper Bypass Options

Section [705]: Zone Options

Option [5] OFF = Tampers on bypassed zones will be ignored

Option [5] ON = Will generate a tamper if detected on a bypassed zone (default)

With option [5] off, the Tamper Recognition feature follows the zone bypass definition. This means the control panel will ignore
any tampers detected on a bypassed zone. With option [5] on, Tamper Recognition ignores the bypass definition. This means the
control panel will generate an incident as per Tamper Recognition settings if a tamper or wire fault occurs on a bypassed zone.

Tamper Supervision on the Bus Module

Section [700]: Supervision Options

Option [7] OFF = Tamper supervision disabled (default)
Option [7] ON = Tamper supervision enabled

When the control panel detects a tamper on a bus module, the control panel can generate an alarm or trouble, unless the Tamper
Supervision is disabled.

Keypad Panic Options

Section [702]: General Options

Option [1] OFF = Panic 1 Disabled (default)
Option [1] ON = Panic 1 Enabled

Pressing the [1] and [3] keys simultaneously on the keypad for 3 seconds will generate a silent or audible alarm as defined by
option [4].

Option [2] OFF Panic 2 Disabled (default)
Option [2] ON Panic 2 Enabled

Pressing the [4] and [6] keys simultaneously on the keypad for 3 seconds will generate a silent or audible alarm as defined by
option [5].

Option [3] OFF = Panic 3 Disabled (default)

Option [3] ON Panic 3 Enabled

Pressing the [7] and [9] keys simultaneously on the keypad for 3 seconds will generate a silent or audible alarm as defined by
option [6].

Option [4] OFF = Panic 1 is Silent (default)
Option [4] ON = Panic 1 is Audible

Option [5] OFF = Panic 2 is Silent (default)
Option [5] ON Panic 2 is Audible

Option [6] OFF Panic 3 is Silent (default)
Option [6] ON Panic 3 is Audible

Silent alarm:
The control panel emits a confirmation beep and transmits the appropriate Panic report code if programmed in section [863]. The
control panel will not enable the keypad buzzers or the control panel’s BELL output (no audible alarm).

Audible alarm:
Same as silent alarm, except the keypad buzzers and the BELL output will activate until a user cancels the alarm (disarms) with a
valid user access code or when the Bell Cut-Off Timer elapses (see Bell Cut-Off Timer on page 44).

@ Whether the system is partitioned or not, the control panel will report all panic alarms to partition 1.

Panic Lockout Timer
Section [718]

When a panic alarm is activated, the control panel can ignore the disarm signal from a remote control for a specified period. This
prevents an aggressor from disarming the system by remote control during a panic situation. In section [718] enter a 3-digit value
(000 to 255, 000 = disabled) representing the number of seconds that the remote controls will be locked out of the system.

Flex-Instant Delay
Section [720]

The Flex-Instant Delay is used to prevent false alarms when the premises is Stay/Sleep armed. In section [720] enter a 3-digit
value (000 to 255, 000 = disabled) representing the number of seconds that the panel will delay an alarm allowing you to disarm
the system (default 15 seconds).
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Part 12: Reporting and Dialer settings

The following section explains all the features and options that must be programmed in order for your security system to properly report
system events to a monitoring station. When an event (e.g. zone in alarm) occurs in the system, the control panel verifies if a report code
was programmed in the section corresponding to the event (except Ademco Contact ID “All Codes”). If a report code was programmed, the
control panel will dial the monitoring station telephone number defined by the Event Call Direction feature. When the monitoring station
answers, the control panel will transmit the System Account Code, followed by the programmed report code.

12.1

12.2

12.3

12.4

12.5

46

Zone Reporting Codes

Sections [141] to [172]

A report code can be programmed for each of the available 32 zones. When an alarm, alarm restore, tamper, or tamper restore
occurs on a zone, the control panel can send the appropriate report code to the monitoring station.

User Reporting Codes

Sections [471] to [502]

A report code can be programmed for each of the available 32 users. When a user arms, disarms or cancels an alarm, the control
panel can send the appropriate report code to the monitoring station.

Special Arming Report Codes

Sections [860] and [861]

When the system is armed using one of the special arming features listed below, the control panel can send the appropriate
report code to the monitoring station identifying how the system was armed.

Section [860]

* Auto-Arming: A partition has armed itself at the programmed time.

» Late to Close: Reports every day at the time specified by the Auto-arm Timer.

* No Movement: No movement has been detected for the programmed amount of time in the partition.
» Partial Arming: A partition was Stay, Sleep, or Force armed or armed with Bypassed zones.

Section [861]

* Quick Arming: A partition was armed using a One-touch arming feature.
* Arming via PC: A partition was armed using the Winload software.

+ N/A

+ N/A

Special Disarming Report Codes

Section [862]

When using one of the special disarming features, the control panel can send the report code to the monitoring station, identifying
how the system was disarmed.

+ Cancel Auto-Arm: A partition is disarmed during the Timed Auto-arm's 60-second exit delay. Only reports if Disarming
Reporting Options are set to always report disarming.

+ Disarming via PC: System is disarmed using the WinLoad software. Only reports if Disarming Reporting Options are set to
always report disarming.

» Cancel alarm with user or WinLoad: An alarm is cancelled using the WinLoad software.

» Cancel Paramedic Alarm: A paramedic alarm is cancelled.

Special Alarm Report Codes

Sections [863] and [864]

When the system generates an alarm due to one of the conditions listed below, the control panel can send the appropriate report
code to the monitoring station identifying the type of alarm.

Sectlon [863]
Emergency Panic: Panic keys [1] and [3] have been pressed.

« Auxiliary Panic: Panic keys [4] and [6] have been pressed.

* Fire Panic: Panic keys [7] and [9] have been pressed.

* Recent Closing: Reports when an alarm is generated after arming the system within period defined by the Recent Close
Delay.

Sectlon [864]
Zone Shutdown: A zone communicates more than the programmed number of transmissions in a single armed period.

* Duress: A Duress access code is keyed in.

» Keypad Lockout: If a consecutive number of invalid codes are entered into a keypad, the control panel can be set to deny
access from all keypads for a specified period.

+ Paramedic Alarm: A parademic alarm is sent to the monitoring station.
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12.6

12.7

12.8

12.9

System Trouble Report Codes

Section [865] to [869]

When the system generates one of the instances listed below, the control panel can send the appropriate report code to the
monitoring station identifying the type of system trouble.

Section [865]

« N/A

» AC Failure: The control panel has detected a loss of AC power. Transmission of this report code can be delayed.
« Battery Failure: Backup battery is disconnected or battery voltage is low.

» Auxiliary Supply: Auxiliary power supply has overloaded.

Section [866]

» Bell Output Overload: Bell/siren output has overloaded.

» Bell Output Disconnected: Devices connected to the Bell Output have been disconnected.
» Timer Loss: The control panel has detected a loss in time or clock failure.

» Fire Loop Trouble: The control panel has detected a tamper trouble on a fire zone.

Section [867]

* Fail To Communicate: The control panel has failed all attempts to communicate with the monitoring station. The report code
will be transmitted upon the next successful attempt.

* REF Interference: Will report if the RF signal is being jammed.

* Module Lost: The control panel has failed to communicate with one or more modules (including keypads).

* Module Tamper: The anti-tamper switch of a module (including keypads) has been triggered.

Sectlon [868]
Module AC Fail: The AC voltage of a module has dropped below recommended limits.
* Module Low/No Battery: The battery voltage of a module has dropped below recommended limits.
* Wireless Zone Low Battery: The battery voltage of a wireless transmitter has dropped below recommended limits.
* Wireless Zone Supervision Lost: The control panel has lost communication with a wireless zone.

Sectlon [869]
Wireless PGM Supervision Lost: The control panel has lost communication with a wireless PGM.
* Wireless PGM Tamper: The anti-tamper switch of a wireless PGM has been triggered.
+ N/A
+ N/A

System Trouble Restore Report Codes

Sections [870] to [874]

When the system restores one of the troubles listed in System Trouble Report Codes above, the control panel can send the
appropriate report code to the monitoring station identifying the type of system trouble restore. If Telephone Line Monitoring is
enabled, the control panel can also transmit a TLM Restore report code.

System Special Report Codes

Sections [875] to [876]

When the system generates one of the instances listed below, the control panel can send the appropriate report code to the
monitoring station identifying the type of system occurrence.

Section [875]

» Cold Start: The control panel was completely shutdown (no battery, no AC) and then was re-started.
« Test Report: A test report has been generated automatically.

* WinLoad In: The control panel has commenced communication with WinLoad.

* WinLoad Out: The control panel has ended communication with WinLoad.

Sectlon [876]
Installer In: Installer/Maintenance has entered the programming mode.

« Installer Out: Installer has exited the programming mode.

» Closing Delinquency: The control panel will send a Closing Delinquency report code if the system has not been armed within
a programmed amount of days.

« N/A

Clear Reporting Codes

Section [966]: Clear Reporting Codes

Option [1] OFF = Clear zone reporting codes

Option [1] ON = Clear zone reporting codes (default)

Option [2] OFF = Clear user reporting codes
Option [2] ON = Clear user reporting codes (default)

Option [3] OFF = Clear arm/disarm/alarm reporting codes
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12.10

12.11

12.12

12.13

Option [3] ON = Clear arm/disarm/alarm reporting codes (default)

Option [4] OFF = Clear trouble reporting codes
Option [4] ON = Clear trouble reporting codes (default)

Enable all options you want to clear. The respective sets of reporting codes will be cleared after exiting the section.

Reset Reporting Codes

Section [967]: Reset Reporting Codes

Option [1] OFF = Reset zone reporting codes

Option [1] ON Reset zone reporting codes (default)

Option [2] OFF
Option [2] ON

Option [3] OFF
Option [3] ON

Option [4] OFF
Option [4] ON

Enable all options you want to reset to default. The respective sets of reporting codes will be reset after exiting the section.

Reset user reporting codes
Reset user reporting codes (default)

Reset arm/disarm/alarm reporting codes
Reset arm/disarm/alarm reporting codes (default)

Reset trouble reporting codes
Reset trouble reporting codes (default)

Monitoring Station Telephone Numbers
Section [815] = Phone#1, [816] = Phone#2, [817] = Backup Phone#, [818] = Pager #, [819] = Numeric
Message Sent with Pager Reporting: Up to 32 digits

The control panel can dial up to 2 different monitoring station telephone numbers. You can enter any digit from 0 to 9 and any
special keys or functions (see Table 5 on page 48) up to a maximum of 32 digits. After the maximum dialing attempts (see
Maximum Dialing Attempts on page 50) to one monitoring station telephone number have failed, the control panel will then dial
the backup telephone number. If the Alternate Dial Option (see Alternate Dial Option on page 50) is enabled, the control panel will
dial the programmed backup telephone number after every failed attempt. If no backup telephone number is programmed, the
control panel will never report to the backup telephone number. Also see Delay Between Dialing Attempts on page 50.

Table 5: Special Keys for Telephone Numbers

Press Action or Value
[OFF] *
[BYP] #
[MEM] switch from pulse to tone dialing or vice versa
[TBL] 4-second pause
[SLEEP] deletes current digit
[o] inserts blank space

Personal Dialing Numbers

Personal Dialing numbers are personal numbers (e.g. cellular, office) that the panel can call in case of an alarm or panic. To
program these five numbers see the Communicator Menu in either the Master or User Quick Menu. To set the call parameters,
see options [5], [6], and [7] of section [804].

The panel will call these personal numbers if programmed in the event of any panic or alarm (default) and sound a bell tone. To
program the delay between the call attempts, see section [832]. The panel can also be programmed to delay before sounding the
bell tone, which can be programmed in section [836].

The default delay is 20 seconds. To determine the length of time the bell tone sounds on the phone line, see section [837]. The
default value is 003, meaning the 10 second bell tone will repeat itself 3 times after the initial sequence (total= 40 seconds).

Reporting Formats

Section [810]: 1st digit = Format for Phone #1, 2nd digit = Format for Phone #2

The panel can use a number of different reporting formats and each monitoring station telephone number can be programmed
with a different reporting format. The first digit entered into section [810] represents the reporting format used to communicate
with Monitoring Station Telephone Number 1, the second digit represents the reporting format used to communicate with
Monitoring Station Telephone Number 2. The Backup Telephone Number uses the same reporting format as the last monitoring
station telephone number that was dialed.
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Table 6: Reporting Formats

Value Entered Reporting Format
0 Ademco Slow (1400Hz, 1900Hz, 10BPS)
1 Silent Knight Fast (1400Hz, 1900Hz, 10BPS)
2 SESCOA (2300Hz, 1800Hz, 20BPS)
3 Ademco Express (DTMF 4+2)
4 Ademco Contact ID
5 SIA

If Hexadecimals (0 to FF) are used to program the report codes, verify that the pager also supports
A Hexadecimals. If the pager does not support Hexadecimals, use only the digits 0 to 9.
UL Note: The installer is required to verify the complete compatibility of the DAC Receiver and formats at least
once per year.

12.13.1 Standard Pulse Formats
The control panel can use the Ademco slow, Silent Knight and Sescoa standard pulse reporting formats which will
transmit the 2-digit (00 to FF) report codes programmed into sections [860] to [876]. (see Table 6 on page 49).

12.13.2 Ademco Express
The Ademco Express is a high-speed reporting format, which will transmit the 2-digit (00 to FF) report codes programmed
into sections [860] to [876].

12.13.3 Ademco Contact ID
Ademco Contact ID is a fast communicator format that uses tone reporting instead of pulse reporting. This communicator
format also uses a pre-defined list of industry standard messages and report codes that will suit most of your basic
installation needs. Please refer to the Contact ID Report Codes List in the Programming Guide for a complete list of these
report codes and messages. If the reporting codes are set at OxFF, the panel will send the appropriate report code from
the Automatic Report Code List in the programming guide. Alternatively, report codes can be programmed using the
Ademco Contact ID Report Codes in the programming guide.

12.13.4 Event Call Direction
Section [802]: Options [1] to [3]; Arming/Disarming
Option [1] ON =Call MSTN 1
Option [2] ON =Call MSTN 2
Option [3] ON =Call Pager telephone number

Section [802]: Options [5] to [7]; Alarm/Alarm Restore
Option [5] ON =Call MSTN 1

Option [6] ON =Call MSTN 2

Option [7] ON =Call Pager telephone number

Section [803]: Options [1] to [3]; Tamper/Tamper Restore
Option [1] ON =Call MSTN 1

Option [2] ON =Call MSTN 2

Option [3] ON =Call Pager telephone number

Section [803]: Options [5] to [7]; Trouble/Trouble Restore
Option [5] ON =Call MSTN 1

Option [6] ON =Call MSTN 2

Option [7] ON =Call Pager telephone number

Section [804]: Options [1] to [3]; Special Reporting
Option [1] ON =Call MSTN 1

Option [2] ON =Call MSTN 2

Option [3] ON =Call Pager telephone number

Section [804]: Options [5] to [7]; Special Reporting
Option [1] ON =Call voice on zone alarm (burglary/fire)
Option [2] ON =Call voice on panic alarms

Option [3] ON =Call voice on paramedic alarm

The events are divided into six groups (see above) where each event group can be programmed to dial up to three
telephone numbers (MSTN 1 & 2 and the Pager telephone number).
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12.15

12.16

12.17

12.18

12.19

12.20

When a reportable event occurs in the system, the panel will begin dialing the numbers sequentially starting from
MSTN 1 (if enabled), skipping any disabled numbers and stopping once all selected telephone numbers have been
called. After a certain amount of failed attempts (section [831]) at trying to call the monitoring station, the control panel
will then dial the selected backup telephone number (if enabled; see Programming Guide).

If the Alternate Dial option is enabled, the control panel will dial the programmed backup telephone number (if enabled)
after every failed attempt. If no backup telephone number is programmed, the control panel will never report to the
backup telephone number.

Example: The system is armed and zone 1 has been breached causing an alarm. If options [5] and [7] are OFF and
option [6] is ON in section [802], the control panel will attempt to communicate with MSTN 2.

12.13.5 Account Numbers
Section [811]: Partition 1, Section [812]: Partition 2

All report codes are preceded by a 4-digit or 3-digit Partition Account Number to ensure correct identification in a
partitioned system. Partition account numbers can be any hexa-digit from 1 to F. To enter a 3-digit account number,
simply press the [SLEEP] key followed by a 3-digit account number. Also, when using 3-digit account numbers, you
must use 1-digit report codes.

Dialing Method

Section [800]: Dialer Options

Option [6] OFF = Pulse Dialing (see Pulse Ratio on page 50).
Option [6] ON = Tone/DTMF Dialing (default)

Pulse Ratio

Section [800]: Dialer Options

Option [7] OFF = European Pulse Ratio of 1:2

Option [7] ON = U.S.A. Pulse Ratio of 1:1.5 (default)

When using Pulse dialing, you can select one of two Pulse Ratios. Although most European countries use the 1:2 pulse ratio, the
1:1.5 ratio may provide better results in some cases. The same applies for North American countries. If the 1:1.5 pulse ratio is not
providing the desired results, the 1:2 ratio may be used.

Maximum Dialing Attempts
Section [831]
000 to 255 attempts, Default = 8 attempts

The value programmed in section [081] determines how many times the control panel will re-dial the same monitoring station
telephone number before proceeding to the next number.

Maximum Dialing Attempts - VDMP3
Section [841]
000 to 255 attempts, Default = 8 attempts

The value programmed in section [841] determines how many times the control panel will re-dial the same telephone number
before proceeding to the next number. The maximum dialing attempts programmed in this section is independent from those
programmed in section [831] of the panel dialer used for monitoring station reporting.

Delay Between Dialing Attempts
Section [832]
000 to 255 seconds, Default = 20 seconds

This delay determines the amount of time the control panel will wait between each dialing attempt. This section applies to the
Plug-in Voice Dialer when using a VDMP3.

Switch to Pulse on 5th Attempt

Section [800]

Option [3] OFF = Switch to Pulse on 5th Attempt Disabled (default)
Option [3] ON = Switch to Pulse on 5th Attempt Enabled

With option [3] ON, the control panel will switch to pulse dialing on the 5th attempt of reaching the monitoring station.

Alternate Dial Option

Section [800]: Dialer Options

Option [4] OFF = Alternate Dial Disabled (default)
Option [4] ON = Alternate Dial Enabled

With option [4] OFF, the control panel will dial the backup programmed in section [817] after all attempts to one monitoring station
number have failed. With option [4] ON, the control panel will dial the backup number after every failed attempt.
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12.21

12.22

12.23

12.24

Force Dial Option

Section [800]: Dialer Options

Option [5] OFF = Force Dial Disabled

Option [5] ON = Force Dial Enabled (default)

With option [5] is enabled, the panel will dial a telephone number even if no dial tone is present after 4 seconds.

Recent Closing Delay
Section [838]
000 = Disabled, 001 to 255 seconds, Default = Disabled

If after having armed the system, an alarm is generated within the period defined by the Recent Close Delay, the control panel will
attempt to transmit the Recent Close report code programmed in section [863].

Auto Test Report

Sections [840]

000 = Disabled, 001 to 255 days, Default = Disabled
Section [850]: Time (HH:MM)

The control panel will transmit the Test Report report code programmed into section [875] after the number of days programmed
into section [840] has elapsed at the time programmed into section [850]. Use the 24-hour clock to program the time (i.e. 6:30PM
= 18:30). The first Test Report will be transmitted within 24 hours after the feature is enabled at the time programmed in [850].

Example: Section [840] = 005 and section [850] = 13:00. The first Test Report will be sent at 1 PM that day and then the report
will be sent every 5 days at 1 PM.

12.23.1 Auto Test Report Transmission Options
Sections [800]

[3] [4] |Auto-Test Report Transmission Options

OFF | OFF |Transmit the test report code every time the days programmed in section [840] have elapsed at the time programmed in
section [850] (default).

OFF | ON |When disarmed: Transmit test report code every time the time programmed in section [852] has elapsed. When armed:
Transmit test report code every time the time programmed in section [851] has elapsed.

ON | OFF |The control panel will transmit the test report code every hour on the minute value programmed in section [850] (the last
two digits). Note that the first two digits of section [850] will be ignored. E.g. If 10:25 was programmed into section [850],
the test report code would be transmitted at the 25th minute of every hour, i.e. 11:25, 12:25, etc.

ON ON |The test report code will be transmitted when any of the conditions of the second and third options listed above (options
[3] = OFF and [4] = ON / options [3] = ON and [4] = OFF) are met.

12.23.2 Armed Report Delay
Section [851]
000 = disabled, 001 to 255 minutes, Default = 5 min.

The Armed Report Delay determines the amount of time after an Arming event that the control panel will wait before
sending a report.

12.23.3 Disarmed Report Delay
Section [852]
000 = disabled, 001 to 255 minutes, Default = 60 min.

The Disarmed Report Delay determines the amount of time after an Disarming event that the control panel will wait
before sending a report.

Closing Delinquency Delay
Section [719]
000 = Disabled, 001 to 255 days, Default = Disabled

At midnight every day, the control panel will verify when the partition was last disarmed. If the partition has not been armed within
the time programmed in the Closing Delinquency Delay, the control panel will transmit a Closing Delinquency event to the
monitoring station.

Example: The Closing Delinquency Timer for partition 1 in section [719] is programmed for 005 days. The control panel verifies
when partition 1 was last disarmed at midnight every day. If partition 1 was not armed within the last 5 days, the panel will
transmit a Closing Delinquency event to the monitoring station. The Closing Delinquency Event and timer apply only to
partition 1.
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12.25

12.26

12.27

12.28

12.29

12.30

Power Failure Report Delay
Section [839]
001 to 255 minutes, Default = 15 minutes

The control panel will transmit the AC Failure report code programmed in section [865] after the Power Failure Report Delay
period has elapsed.

Report System Disarming

Section [801]: Arming /Disarming Options

Option [1] OFF = Always Report Disarming

Option [1] ON Report Disarming Only After Alarm (default)

With option [1] OFF, the control panel will send the Disarming report codes (see Special Disarming Report Codes on page 46) to
the monitoring station every time the system is disarmed. With option [1] ON, the control panel will send the Disarming report
codes to the monitoring station when the system is disarmed following an alarm.

Zone Restore Report Options

Section [801]: Zone Options

Option [2] OFF = Report On Bell Cut-Off (default)
Option [2] ON = Report On Zone Closure

With option [2] OFF, the panel will send the Zone Alarm Restore report codes to the monitoring station when the zone has
returned to normal and the Bell Cut-Off Timer has elapsed. With option [2] ON, the panel will send the Zone Alarm Restore report
codes to the monitoring station as soon as the zone returns to normal or when the system is disarmed.

Telephone Line Monitoring (TLM)

When enabled, the system verifies the existence of a telephone line once every second. A line test failure occurs when the TLM
detects less than 3 volts for the period defined by the TLM Fail Timer. If the line test fails, the control panel’'s STATUS LED flashes
and generates one or more conditions as defined by the TLM settings below. These will be restored when the control panel
detects the telephone line again. Please note that when the dialer detects an incoming call, the TLM test will stop for 1 minute.

Section [800]: Dialer Options
[1] OFF / [2] OFF: TLM Disabled

[1] OFF / [2] ON: Trouble Only
Upon line test failure, a TLM Trouble will appear in the keypad’s trouble display (see Trouble Display on page 61).

[1] ON /[2] OFF: Audible Alarm If System Armed
Upon line test failure, a TLM Trouble will appear in the keypad’s trouble display (see Trouble Display on page 61) and if the
system is armed, the control panel will generate an audible alarm.

[1] ON / [2] ON: Silent Alarm Becomes Audible
Upon line test failure, a TLM Trouble will appear in the keypad’s trouble display (see Trouble Display on page 61) and causes a
silent zone or silent panic alarm to switch to audible.

12.28.1 TLM Fail Timer
Section [830]
016 to 255 x 2 seconds, Default = 32 seconds

If TLM does not detect the existence of a telephone line for the duration of this period, the control panel will generate
the condition(s) defined by the TLM options.

Pager Reporting Delay
Section [834]: Communication Timers
000 to 255 seconds, Default = 20 seconds

When using the Pager Reporting Format, the control panel will wait for the Pager Delay period before transmitting the report
codes. This is to allow time for the pager system to provide a dial tone or to bypass the “welcome” message before sending data.

Pager Reporting Message Repetition
Section [835]: Communication Timers
000 to 255 times, Max. 10, Default = 3

When using the Pager Reporting Format, the control panel will repeatedly send the report codes to the pager until the
transmission has been acknowledged.
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12.32

12.33

Personal Reporting Delay
Section [836]: Communication Timers
000 to 255 times, Max. 127, Default = 5

When using the Personal Reporting Format, the control panel will wait for the Personal Delay period before transmitting the
report codes. This is to allow time for the system to provide a dial tone or to bypass the “welcome” message before sending data.
This section applies to the Plug-in Voice Dialer when using a VDMP3.

Personal Reporting Message Repetition
Section [837]: Communication Timers
000 to 255 times, Max. 10, Default = 3

When using the Personal Reporting Format, the control panel will repeatedly send the report codes to the pager until the
transmission has been acknowledged. This section applies to the Plug-in Voice Dialer when using a VDMP3.

Disable Reporting
Sections [800]
Option [1] OFF
Option [1] ON

With this option disabled (default), the control panel will continue to report events. With the option enabled, reporting is disabled.

Dialer Activated (default)
No Dialer
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Part 13: Programmable Outputs
D
A PGM is a programmable output that toggles to its opposite state (i.e. a normally open PGM will close) when a specific event has occurred
in the system. For example, a PGM can be used to activate bells or strobe lights, open/close garage doors and much more. When a PGM
activates, the control panel triggers any device or relay connected to it. The control panel includes two/four onboard PGMs. It can support
up to a total of 16 PGMs.

i% A Wireless PGM module can be assigned to any PGM. It will work in parallel with the Control Panel Output.

13.1PGM Activation Event
Sections [220], [222], [224], [226], [228], [230], [232], [234], [236], [238], [240], [242], [244],
[246], [248], and [250]

This feature allows you to program the control panel to activate a PGM when a specific event occurs in the system. The PGM wiill
remain in its active state until the programmed PGM Deactivation Event occurs or when the PGM Delay period elapses. For the
Event List see the programming guide. To program a PGM Activation Event:

1) Enter section that represents the desired PGM. PGM1 = [220], PGM2 = [222], etc.
2) Enter the Event Group #.

3) Enter the Sub-Group #.

4) Enter the Partition # (01 = Partition 1 02 = Partition 2 99 = Both Partitions)

The “AC Loss” PGM Event will only occur after the power failure report delay elapses (see Power Failure Report
Delay on page 52).

13.2 PGM Deactivation Event
Sections [221], [223], [225], [227], [229], [231], [233], [235], [237], [239], [241], [243], [245],
[247], [249], and [251]

After PGM activation, the PGM will return to its normal state (deactivate) when the programmed PGM Deactivation Event occurs.
Instead of deactivating the PGM when a specific event occurs, the PGM can deactivate after a programmed period elapses (see
PGM Delay on page 54). For the Event List see the Programming Guide. If using the PGM Delay, these sections can be used
as a second activation event.

1) Enter section that represents the desired PGM. PGM1 = [221], PGM2 = [223], etc.
2) Enter the Event Group #.

3) Enter the Sub-Group #.

4) Enter the Partition # (01 = Partition 1 02 = Partition 2 99 = Both Partitions)

13.3 PGM Delay
Section [281] = PGM 1 to [296] = PGM 16,
001 to 255 sec./min., 000 = Follows Deactivation Event, Default = 5 seconds

Instead of deactivating the PGM on the occurrence of a specific event, the PGM will deactivate after the period programmed here
has elapsed.

@ If a PGM Delay is programmed, the deactivation event can be used as a second activation event.

13.4 PGM Options
Section [261] to [276]: PGM Options

Option [1] OFF = PGM Base Time in Seconds (default)
Option [1] ON = PGM Base Time in Minutes

This option sets the PGM delay in increments of minutes or seconds.

Option [2] OFF = PGM State Normally Open (N.O.) (default)

Option [2] ON = PGM State Normally Closed (N.C.)
Option [3] OFF = PGM Supervision Disabled
Option [3] ON = PGM Supervision Enabled (default)

If enabled, the panel can wait for each of its assigned wireless transmitters to send a status signal within a specified time to
confirm their presence and functionality.

Option [4] OFF = PGM Activation Mode Steady (default)
Option [4] ON = PGM Activation Mode Pulse

This option sets the PGM to be either steady (ON), or pulsed (ON/OFF) when it is activated.
Option [5] OFF = PGM Pulse once every 30 seconds disabled (default)
Option [5] ON = PGM Pulse once every 30 seconds enabled
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13.5

13.6

When armed, the PGM will pulse once every 30 seconds.

Option [6] OFF = PGM Pulse on any alarm disabled (default)
Option [6] ON = PGM Pulse on any alarm enabled
This option sets the PGMs to pulse on any alarm.

Option [7] OFF = PGM Pulse on any alarm Partition 1(default)
Option [7] ON = PGM Pulse on any alarm Partition 2

Program PGMs to pulse during an alarm for either partition. With this feature enabled, and in combination with the Follow Arm/
Stay Arm/Sleep Arm PGM type, the PGM will mimic the Arm LED.

PGM Programming
Sections [301] to [316]
The programming of the PGMs is accomplished in two steps:

1. Assign the PGMs to the panel.
2. Program the PGMs.

PGM Programming can be executed through the Installer Quick Menu in the programming guide.

How Do | Assign PGMs to the Panel?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [301] to [316]).

4) Enter the 6-digit [SERIAL NUMBER] of the PGM.

How Do | Delete Assigned PGMs?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (default 1111/111111)
3) Enter the desired [SECTION NUMBER] (from sections [301] to [316]).

4) Press the [0] key six times to clear the serial number.

Viewing the PGM Signal Strength
Sections [321] to [336]

Once PGMs have been installed and assigned to the panel, the signal strength of each PGM can be verified in sections [321] to
[336]. Sometimes moving the PGM or control panel by a small amount will greatly increase the signal reception.

How Do | View a Wireless Transmitter’s Signal Strength?

1) Press the [ENTER] key.

2) Enter your [INSTALLER CODE] (default: 0000 / 000000) or [MAINTENANCE CODE] (empty by default)
3) Enter the desired [SECTION NUMBER] (from sections [321] to [336]).

4) Press the transmitter’s anti-tamper switch or open the corresponding zone.

5) The keypad will illuminate numbers 1 to 10.

| Signal Strength Indicator ‘ 810 10/ 3 beeps = Best signal |5 to 7 /2 beeps = Average signal | 1to 4/ 1 beep = Weak signal (Relocate)
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14.5

14.6

14.7

Part 14: System Settings

Version Number Display

Enter section [980] to view the version number of the panel. The first digit will appear. Press [ENTER] to scroll through each
consecutive digit (the keypad will beep twice after every digit in the version number). Once the version number has been fully
displayed, an acknowledgment beep (3 beeps) will sound and the first digit will be displayed again.

Push Button Power Reset

Performing a hardware reset will set all control panel settings to factory default except for the Panel ID and PC Password. Also,
the event buffer will not be erased. To perform a push button power reset:

Press and hold the RESET switch for five seconds. The STATUS LED will start flashing fast. Within 2 seconds of this flashing,
press the reset switch again. The panel will reset to default and restart

Installer Lock
Section [395]
000 = Disabled, 147 = Lock Enabled, Default = Disabled

Program 147 into section [395] to lock all programming. Performing a hardware reset will not affect the current panel settings. To
remove the Installer Lock, enter 000. Please note that three seconds after turning on the control panel the sTATUS LED and the
relay on the control panel will flash fast for 6 seconds to indicate that the installer lock is enabled. Once enabled, the panel cannot
be reset.

Keypad Lockout Feature

Sections [864]

If a consecutive number of invalid codes are entered into a keypad, the control panel can be set to deny access from all keypads
for a specified period and send the report code programmed in section [864]. Program the number of consecutive invalid codes
from 001 to 255 (000 = disabled) into section [717]. Program the duration of the Keypad Lockout from 001 to 255 minutes into
section [716].

Battery Charge Current

Section [700]: General Options

Option [2] OFF = Battery Charge Current: 350mA (default)

Option [2] ON = Battery Charge Current: 700mA (40VA transformer required)

Partitioning

Section [700]: General Options

Option [1] OFF = Partitioning Disabled (default)
Option [1] ON Partitioning Enabled

The panel is equipped with a partitioning feature which can divide the alarm system into two distinct areas identified as Partition 1
and Partition 2. Partitioning can be used in installations where shared security systems are more practical, such as an office/
warehouse building. When partitioned, each zone, each user code (see Access Codes on page 22) and some of the system's
features can be assigned to Partition 1, Partition 2 or both. If the system is not partitioned, all user codes and features will
be recognized as belonging to Partition 1.

» Users can only arm partitions to which they have been assigned.

» Only zones assigned to Partition 1 will arm/disarm when Partition 1 is armed or disarmed.

* Only zones assigned to Partition 2 will arm/disarm when Partition 2 is armed or disarmed.

» Zones assigned to both partitions will arm when both partitions are armed and will disarm when at least one disarms.

» The following features can be programmed separately for each partition: Entry/Exit Delay Timer, Auto-arming Options, Bell
Cut-Off Timer, Switch to Stay arming, PGM Events and Account Numbers.

If the system is not partitioned, all zones, user codes, and features will be recognized as belonging to partition 1.
Zones that have been manually assigned to partition 2 will no longer function.

Confidential Mode

Section [701] Options [3], [4] and [5]

Option [3] OFF = Confidential Mode Disabled (default)
Option [3] ON Confidential Mode Enabled

Option [4] OFF = Keypads activate when an access code is entered (default)
Option [4] ON Keypads activate when a key is pressed

Option [5] OFF = Confidential Mode Timer is 2 minutes (default)
Option [5] ON = Confidential Mode Timer is 5 seconds

If Confidential Mode is enabled and no actions are performed on the keypads for the time defined by the Confidential Mode
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14.9

14.10

Timer, all the keypad’s LEDs will be off until either a key is pressed or an access code is entered. When the system exits
Confidential Mode, the keypads will display the system’s status. Confidential Mode is activated by enabling option [3]. Option [4]
regulates whether the keypads will be activated at the touch of a key or only when an access code is entered. Option [5]
determines the amount of time without action before the system enters Confidential Mode (5 seconds or 2 minutes).

Installer Function Keys
To access the Installer Function keys, press:

[ENTER]+[INSTALLER CODE]+[MEM] = Test Report: Send the “Test Report” report code programmed in section [875] to the

monitoring station.
[ENTER]+[INSTALLER CODE]+[STAY] =
with the monitoring station until the next reportable event.

Cancel Communication: Cancels all communication with WinLoad/BabyWare software or

[ENTER]+[INSTALLER CODE]+[SLEEP] = Answer WinLoad/BabyWare Software: Will force the console to answer an incoming call
from the monitoring station that is using the WinLoad/BabyWare software.

[ENTER]+[INSTALLER CODE]+[BYP] = Call WinLoad Software: Will dial the PC telephone number programmed in section [915] in
order to initiate communication with a computer using the WinLoad software.

[ENTER]+[INSTALLER CODE]+[TBL] = Installer Test Mode: The installer test mode will allow you to perform walk tests where the
siren will squawk to indicate opened zones. Press the [TBL] key again to exit.

Daylight Savings Time
Section [730]: General Zone Options 2
Option [1] OFF

Daylight Savings Time Disabled (default)

Option [1] ON

With section [730] option [1] ON, the panel adjusts the system’s clock (time) for daylight savings changes. At 2:00AM on the
second Sunday of a full weekend in March, the control panel will add one hour to the programmed time (clock). At 2:00 AM on the
first Sunday of a full weekend in November, the control panel will subtract one hour from the programmed time (clock). By default,
when section [730] is set at 18, the time is set for the US, Canada etc. For other countries see Daylight Savings Programming in
the programming guide and set the country code in section [731].

Daylight Savings Time Enabled

Country Code List (Default = bold)

00 = US, Canada, Mexico, St.Johns, Bahamas, Turks and

Caicos

01 = Cuba

02 = Brazil

03 = Chile

04 = Falklands

05 = Paraguay

06 = European Union, UK, and Greenland

07 = Russia and most states of the former USSR

08 = Australia- South Australia, Victoria, Australian Capital
Territory, New South Wales

09 = Lord Howe Island- Tasmania
10 = New Zealand, Chatham

11 = Tonga
12 = Iraq and Syria
13 = Israel

14 = Lebanon, Kirgizstan

15 = Palestine

16 = Egypt

17 = Namibia

18 = USA, Canada (New Daylight Saving Time for 2007)
19 = New Zealand (New Daylight Saving Time for 2007)

Customized Daylight Saving Programming

In addition to using the default Daylight Saving Time (DST) settings in section [731], you can also set a customized DST. Set
section [732] for the DST starting period and [733] for the DST ending period. Both sections recognize 5 different entries of 2

digits each. All entries must be assigned in this respective order:

Months 01to 12 01 = January

Date 01 to 31 01 = First day of the month
Day 00 to 07 00 = Default*, 01 = Sunday
Hours 00 to 23 00 = Midnight

Minutes |00 to 59 00 =60 minutes or 1 hour

*If the day is set at 00, the DST will automatically change on
the programmed country code listed above.

Section Data

Description

[732] 1 1 1 1 1 7 1 77

[733] A

Daylight Savings Time Starting Period
Daylight Savings Time Ending Period
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Audible Trouble Warning Except AC Failure

Section [700]: General System Options

Option [3] OFF = Audible trouble warning except AC failure (default)
Option [3] ON = Audible trouble warning except AC failure

When this option is enabled the panel will generate an audible trouble warning on all troubles except AC failure.

Audible Trouble Warning on AC Failure

Section [700]: General System Options

Option [4] OFF = Audible trouble warning on AC failure (default)
Option [4] ON = Audible trouble warning on AC failure

When this option is enabled the panel will generate an audible trouble warning in the event of an AC failure.

Display Entry Delay on LCD keypad (K32LCD, K32LCD+)
Section [701]: General System Options

Option [7] OFF = Display entry delay on LCD keypad

Option [7] ON = Display entry delay on LCD keypad (default)

When this option is enabled the panel will display entry delays on the K32LCD and K32LCD+ keypad modules.
Display Exit Delay on LCD keypad (K32LCD, K32LCD+)
Section [701]: General System Options

Option [8] OFF = Display exit delay on LCD keypad
Option [8] ON Display exit delay on LCD keypad (default)

When this option is enabled the panel will display exit delays on the K32LCD and K32LCD+ keypad modules.
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Part 15: Settings for WinLoad Software

@ WinLoad has not been verified by UL.

15.1

15.2

15.3

15.4

15.5

Panel Answer Options
The following two options define how the control panel answers an incoming call from a computer using the WinLoad Software for
Windows®.

15.1.1 Answering Machine Override Delay
Section [902]
000 = Disabled, 000 to 255 seconds, Default = 030
When using the WinLoad software to communicate with an installation site that uses an answering machine or service,
the answering machine override must be programmed. Using the WinLoad software you will call the control panel,
hang up, then call back. If the installation site is called back within the programmed delay period, the control panel will
override the answering machine or service by picking-up the line after the first ring on the second call. You must wait at
least 10 seconds before attempting the second call, otherwise, the control panel will think it is the same call. For details
on how to use the WinLoad software, refer to the WinLoad Help Manual. This section applies to the Plug-in Voice
Dialer when using a VDMP3.

Example: A security installation is using an answering machine set to answer after three rings. If section [902] has
been programmed with 040 (40 seconds) and the second call is made within 40 seconds, the control panel will pick up
the line on the first ring. If it takes more than 40 seconds, the control panel will not answer on the first ring and the
answering machine will answer after three rings.

15.1.2 Number of Rings
Section [901]
000 = disabled, 001 to 015 rings, Default = 8 rings

This value represents the number of rings the control panel will wait before picking-up the line. If the line is not
answered after the number of programmed rings, the control panel will answer the call. This section applies to the
Plug-in Voice Dialer when using a VDMP3.

Panel Identifier
Section [910]
0000 to FFFF

This 4-digit code identifies the control panel to the WinLoad software before initiating communication. The control panel will verify
that the Panel Identifier in the WinLoad software is the same. If the codes do not match, the control panel will not establish
communication. Therefore, be sure to program the same panel identifier into both the control panel and the WinLoad software.

PC Password
Section [911]
0000 to FFFF

This 4-digit password identifies the PC to the panel before establishing communication. Program the same PC Password into
both the control panel and the WinLoad software. If the passwords do not match, the WinLoad software will not establish
communication.

PC Telephone Number
Section [915]
Up to 32 digits

The control panel will dial this number when trying to initiate communication with a computer using the WinLoad software. You
can enter any digit from 0 to 9 and any special keys or functions up to a maximum of 32 digits.

Call WinLoad Software
[ENTER]+ [INSTALLER CODE] + [BYP]

The control panel will dial the PC Telephone Number programmed in section [915] in order to communicate with the WinLoad
software. The control panel and the WinLoad software will verify that the Panel Identifier and the PC Password match before
establishing communication.
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15.6 Answer WinLoad Software
[ENTER] + [INSTALLER CODE] + [SLEEP]

In order to perform on-site upload/download connect your computer directly to the control panel using an ADP-1 line adapter. In
the WinLoad software set Dialing Method to Blind Dial. Program the panel telephone number in WinLoad software and follow the
instructions on the ADP-1 adapter. When the computer has dialed, press [ENTER] followed by the Installer/Maintenance Code,
then press the [SLEEP] key to manually answer the WinLoad software from the control panel.

15.7 Automatic Event Buffer Transmission
Section [900]: Dialer Options
Option [2] OFF = Auto Event Buffer Transmission Disabled (default)
Option [2] ON = Auto Event Buffer Transmission Enabled

When the event buffer reaches 90% capacity, the control panel will make two attempts to establish communication with a PC
using the WinLoad software by calling the PC Telephone Number programmed in section [915]. The WinLoad software must be
in Wait to Dial mode. When the system establishes communication, it will upload the contents of the event buffer to the WinLoad
software. If communication is interrupted before completing transmission or if after two attempts communication is not
established, the system will wait until the Event Buffer attains another 90% capacity before attempting to re-communicate with the
monitoring station. When the Event Buffer is full, each subsequent new event will erase the oldest event in the buffer.

15.8 Call Back WinLoad
Section [900]: Dialer Options
Option [1] OFF = Call Back WinLoad Disabled (default)
Option [1] ON = Call Back WinLoad Enabled

For additional security, when a PC using the WinLoad software attempts to communicate with the control panel, the control panel
can hang up and call the PC back in order to re-verify identification codes and re-establish communication. When the control
panel hangs up, the WinLoad software automatically goes into Wait for Call mode, ready to answer when the control panel calls
back. Please note that the PC Telephone Number must be programmed in section [915] in order to use the Call Back feature.

15.9 Connecting to WinLoad

307USB
Compu‘ter Standard Adapter/ 4-pin
containing DB-9 cable CONV4USB ~ connector Serial Connector
WinLoad (9-pin serial Converter cable
software cable)

}

* i
F+'__
3 A

/\
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Part 16: User Operation

16.1  Alarm Display
If an alarm has occurred on a zone, the respective zone LED will flash, the [MEM] key will light up, and the zones will be stored in
memory. These respective LEDs will continue to flash until disarming even if the zones are restored. To exit this mode and switch
to live display mode before disarming, press the [CLEAR] key. Once the system is disarmed, the zones’ LEDs will turn off, while
the [MEM] key remains lit. Press the [MEM] key to illuminate the LEDs corresponding to the zones that were in alarm. The alarm
memory will be erased when the next alarm occurs and after a valid code is entered or upon full-arming the system.

16.2  Trouble Display
Press the [TBL] key to view the Trouble Display. Please note that the keypad can be programmed to emit a beep every 5 seconds
whenever a new trouble condition has occurred. Press the [TBL] key to stop the beeping.
To view the sub-menu, press the corresponding key in the main menu.

Main Menu Trouble Sub-Menu Trouble Menu
[1] Wireless zone low battery [1] to [32] Zones in low battery
[2] Power trouble [1] Low/No battery on the control panel

[2] AC failure on control panel

[3] Auxiliary overload on control panel
[4] Wireless keypad AC failure

[5] Wireless keypad battery failure

[6] Wireless repeater AC failure

[7] Wireless repeater battery failure

[3] Bell trouble [1] Bell disconnect on control panel
[2] Bell overload on control panel

[4] Communication trouble [1] Telephone Line Monitoring on control panel

[2] Fail to communicate on Monitoring Telephone 1 on control panel
[3] Fail to communicate on Monitoring Telephone 2 on control panel
[4] Fail to communicate on pager telephone on control panel

[5] Fail to communicate on voice telephone on control panel

[6] Fail to communicate with PC on control panel

[5] Tamper and zone wiring failure [1] to [32] Zones in tamper and zone wiring failure

[6] Module tamper trouble [1]1 2WPGM

[2] Keypad bus

[3] ZX8 Bus Module
[4] RTX3 Bus Module
[5] Wireless keypad

[7] Fire loop trouble [1] to [32] Zones in fire loop trouble

[8] Timer loss

[9] Wireless zone supervision loss [1] to [32] Zones in supervision lost6
[STAY] RF interference trouble

[0 (10)] or [10] Module supervision loss [1] 2WPGM

[2] Keypad bus (Panel reset will not clear this trouble, clear it in
section [955])

[3] ZX8 Bus Module

[4] RTX3 Bus Module

[5] Wireless keypad supervision failure

[6] Wireless repeater supervision failure

[16] Keypad fault (K32/K32+,K32RF only)

[sLEEP] Keypad fault (K10V/H only)

Magellan / Spectra SP 61



INDEX

Numerics
L0 SR 48
24 Hr. Burglary ZONES .......cccceviiiiiiieieieiiee e 26
24 HF BUZZET oottt 26
24 Hr. Fre€ZE ZONES .....uvvviieieiiiieee e eieeeeiieeeeeea e e e 27
24 Hr. GaS ZONES ...cceieieiiieieeeee e e e e e s ee e e e e e e e 27
24 Hr. Heat ZoNES .....cccvvvieiiiiieee e 27
24 Hr. HOId-UP ZONES ....coiiiiiiiiiiiiiieeeeee e 27
24 Hr. Water ZONES .......eeveiiiieieeeiieeieecieieeeeeeea e e e 27
A
AC Failure Report Code ........cooooiiiiiiiiiiiiiieeeeeeee 46
AC POWET ..t a e 3
ACCESS COULS ..o 21
=Y o 11 o 21
ACCOUNT . 49
Ademco Contact ID .......c.ueiiiiiiiiiieeeee e 48
AdemCO EXPreSS ....coooviviiiieiiiiiciieiie e 48
Advanced Settings ... 23
Advanced Technology Zone (ATZ) Connections ............. 13
AIAMMN e 44
Alarm DiSpPlay ...ccooeeiiiiiiii e 60
Alarm OptioNS .....cooeiiiieeccc e 43
Alarm Report Code Transmission, Delay ........................ 29
AlArm TYPES e 29
Alternate Dial Option ...........viiiiiiiiieei, 49
Answer WinLoad Software ...........ccooiiiiie 59
Answering Machine Override .......cccccccciiiiiiiiiiiieeeenaennn. 58
Armed Report Delay ... 50
Arming and Disarming Options ...........ccccoiiiiiiiiiiiinn, 39
ATZ Wiring OplioNS ......ccciiiiieiieeeee e 30
ATZ Zone Doubling ... 30
AUAIDIE .. 44
Audible Trouble Warning Except AC Failure ................... 57
Audible Trouble Warning on AC Failure ..........ccccc.cco..... 57
Auto Event Buffer Transmission ...........ccccccceeeieiiiiniinnn. 59
Auto Force Arming ..o 39
Auto Test Report .......ooovviiiiicccccciee e, 50
Auto Zone Shutdown ........c..eveiiiiiiiiiii e 28
(0o U o LY U PPPPRURN 28
T oo T4 4 07 o [N 45
Auto-Arming
(@] o] 1o o 1T RO 41
10T U 40
TIMING ceeeiie e e e e e e e e e aeees 40
Auxiliary Panic Report Code ..........ccccooviiiiiiiiiiiieie e, 45
AUXIlIary POWET ....coooiiiiiiiiiiii e 11
Auxiliary Supply Report Code ........oooiiiiiiiiiiiee, 46
B
Backup Battery ... 3
Battery
SPECIfICAIONS L.vvvveriiieiieeieeeeee e e ee e 2
Battery Charge Current ..........ccccociiiiieiiieieee e, 55
Battery Failure Report Code .......ccceeeoviiiiiiiiiiiiieeeeeen, 46

62 Reference & Installation Manual

Battery, Backup .....ocoooiiiiiiiie e 3
Beep On Exit Delay ......c.coooiiiiiiiiiiiiie e 41
Bell Cut-Off TIMer ......ccvviiiiiiiiiii e 43
Bell Output
(07T 1o T-o (1o o U UPPPPRTR 11
Disconnected Report Code ........uuviuiuuiiiiiiiiieieeeeeeeeeeeeee. 46
Overload Report Code .........ceeeeeiieiiieieeiieiieeeeeeeeieeees 46
Bell Squawk On Arm/Disarm
With KEYPAM ...vvveiiiiiiiieiiei e e 41
With Remote Control ...........cccoeeviiiiiiiiiiiiieiieeeeeeeeeeee 41
Bypassable ZONEesS .........ccccoviiiiiiiiii e 28
C
Call Back Feature .........cccccvveviiiiiie e 59
Call WinLoad Software ..........ccccceveeiiiieieeiiiieee e 58
Cancel Auto-Arm Report Code ........ooovvvvviiiiiiiiiicieeeeeee. 45
Charge CUurrent ... 55
Closing DelinQUENCY ......ccooeiiiiiiiiiiiiiieeeee e 50
Cold Start Report Code .........ooooviiiiiiiiiicccee e 46
Configuring The LED Keypads .......ccccccoeeiiiiiiiiiiiiiiiieeee. 16
Connecting
Bells OF SIr€NS ...oeeeiiiieieeeeeeeee e 11
Fir€ ZONES ...ueieiiiieeieeiee et 14
PGMS . 11
Single Zone INPULS ....ceiviiiiiriiiiiiiieee e 12
Telephone LiNeS ....cccooiviiieieeeieeeeeeeeeeee e 11
Counter, Auto Zone Shutdown ..........cccceeiiiiiiiiiiieeeeiinnnn. 28
D
Data Display Mode .........coooiiiiie e 16
Daylight Savings TimMe ........cccoooveiiiiiiiee e 56
Delay ..ooeiieeeiee e 42, 51
Before Alarm Report Code Transmission ........................ 29
Between Dialing Attempts ..........ovvvvveiiiiiiiiiiiiieeeeeeeeee, 49
Power Failure Report ...........cooeeeeeiiiiiiieeieeeiiiiee e, 51
Delay Zone Bypassed ..........ccccceeiiiiiieieiiiiieeee e 39
Delayed Fire Silent Zones ........ccccoooiieiiiiiiieiiiieeeees 26
Delayed Fire Zones .........ooooeciiiiiiiiiiiieeeeeee 26
DAl et 50
Dialer settings ... 45
Dialing Attempts .....ooooiiiiiiiii 49
Dialing Method ... 49
Disable Test Reporting .........ccccvviiiiiiiiiiiiiiieeeee 52
Disarmed Report Delay ..........cccccciiiiiiiiiiiiiiiie 50
DISPIAY oo 57
Display Entry Delay ..o 57
Display Exit Delay ... 57
DUFESS e s 22
Duress Report Code .........ccoviieiiiiiiiiiiiieeeiiieeee e 45
E
Emergency Panic Report Code ........ccccceeiiiiiiiiiiiiiiiinneee. 45
Entry Delay 2 / Stay / Sleep ZONEeS .........cccccveeevicvieeeennns 25
Entry Delay on LCD keypad ........cccccoeeeiiiiiiiiiiiiiiiieeeeee. 57
ENry/EXIt .o 23



Entry/Exit with a Keypad ........ccccocoiiviiiieeeeee e, 23
Entry/Exit with a Remote Control ...........cccccevviiiieeeennnnen, 23
EOL ZONES .ooeeiieieeeeeeeeeeeeeeeeee e 30
Event Buffer Transmission ............ccceceeeeieiiiiiiiiiiiiiiieeeeeee, 59
EXIt DEIAY ....eeeeeiiiiieeiie e 41
Exit Delay on LCD keypad ........cccccooviiiiiiiiiiiiieiieeeeeeeeee 57
F
Falil e 51
Fail to Communicate Report Code ......cccccevvvveeiiiiiiiiinnnn, 46
Feature Select Programming Method ..................cccene. 15
Features, WIreless .........cccccviiiiiiiiiiiiieeeee e 32
Fire CirCUItS ...eveiii i 14
Fire Loop Trouble Report Code ..........ccccvvvieeeeeeeeeiieiinns 46
Fire Panic Report Code ........cccccvieeiiiiiiiiiiiiiiecceeee e, 45
FIEX ettt 44
Follow / Stay / Sleep Zones ........cccccvvveeveeeeeeeeeeeeeeccie, 25
Follow / Stay ZONES .......cvveeeiviiieeeiieiiccieeee e, 25
Follow No Pre-Alarm .........cooovviiiiiiiiiiiie e, 27
FOIOW ZONES ....ccoeeeeeeeeeeeeeee et 25
o] (o7 NSRS 50
FOrce Arming .....coooeiiiiiiie et 22
FOrce ZONES .....ccooeeeeeeeeeee ettt 29
G
€10 o O SPEE 3
H
Hardware Reset .........ooovvviiiiiiiiiiiie e, 55
|
Input Numbers

Keyswitch NUMDEriNg ........ccoovviiiiiiiiiiiiiiieieie e, 31
INSTAllAtioN .....eeiiiieeeee e 3
Installer

(0o o - PR 21

1o o3PS 55

Quick FUNCIONS KEYS ...covviiiiiiiiiiiiiiieee e 56
Installer In Report Code ........ooovvviiiiiiiiiiiiieieeeeeeeeeeeeeeeee, 46
Installer Out Report Code ...........oooociiiiiieiiiiieeeeeeeeeci, 46
Instant / Stay / Sleep Zones ..........cccciiiiiiiiiiiiiiiie 25
Instant / Stay ZoNes .........cviiiiiiiiiiiie e, 25
Instant Fire Silent Zones ..........oooovviiiiiiiiiiiieeeeeee, 26
Instant Fire ZoNes ...........oooviiiiiiiiccceie e, 26
Instant No Pre-Alarm ..., 27
INStaNt ZoNES ........ooooiiiiier e 25
INTEIlIZONE ..., 29
K
Key. See Memory Card
Keypad

Lockout Report Code .......coeevvuvueieeiiiiiieeeeeeeeeee e, 45

Panic OPtioNS .....coeeiieiiiiiee e 44
Keyswitch

AM ONIY oot e 31

Definitions ...ccovvviiieiiece e 31

Keyswitch NUMDEriNG .......ccoeiiiiiiiiiiiiiiiiieee e 31

Maintained ......covniieiii e 31

MOMENLANY ...eieieieeeee e e 31
(@] o] o] o T- TSSO UUUPPPPIN 31
Stay/Instant DiSarmM ...........ccuveeiieriiiiiieee e 31
L
Late to Close Report Code ..........oooociiiiiiiiiiiiieeceeeecein, 45
Length of Access Codes ..., 21
Location and Mounting .........ccoooeiiiiiiiiiiiiiieee e 3
Lock Master Code ..........c.uueiiiieiieiiiiiiieeeeeee e, 22
LOCK-OUL ... 55
LOCKOUL .. 44
M
Maintenance Code .........cooouiiieiiiiiiiieee e 21
Maximum Dialing Attempts .........iiiiiiieiieeeeee, 49
MemOry Card .........oooieiiiiiiiieeeee e 16
MESSAQE ..oieieiei e 51, 52
MOGE .. 23
Module Fault Report Code ..........ooocciviiiiiiiiiieeeee s 46
0T T o i1 T R 3
Multiple Feature Select Programming Method ................ 15
N
No Arming
On Battery Fail .......cooeeiiiiiiiieeee e 39
On Tamper Trouble .......cooviiiiiiiiiiiiiceeee e 39, 40
No Audible Feedback Upon Stay Arming ............cccceeee 42
No Exit Delay When Arming with Remote Control ........... 41
No Movement AUuto-Arming ........ocoooviviiiiiiiiiiiieeeeeeeeeeene 40
No Movement Report Code ........oovvviiiiciiiiiiiiiieieiiieeeeeees 45
Number of RiINGS ... 58
NUMDEIS .. 49
o
One-Touch ArmINg .....cooooiiiiieeee e 41
REPOM COUE ...oovviieieeiiiiie e e e 45
Options
ABIM e 43
Arming and DiSarming .......cccooeeeeeeeeeeeeeeieeeeeeeeeieiiieeenens 39
F AN (o RN ' oo U 41
(WYY oo T [ TN 21
ZONE oottt e e e e e e e e e e e e e e e e e e ————— 28
Override Answering Machinge ............cccooeecciiiieieeeceeee. 58
P
Pager .. 51
Panel Answer Options ..........coviiiiiiiiiii e 58
Panel Identifier ... 58
PaniC ... e 44
Panic Options ......ooooiiiieeee e 44, 53
Partial Arming Report Code ........cceeveiiiiiiieiiiiieeeeeee 45
Partition Account Numbers ...........cccooeiiiiiiiiiiiiies 47
Partition Assignment, Zone ...........cccceeeiiiiiiiiiiiiiiiieee, 28
Partitioning ... 55
Paths ... 23
PC PasSWOrd ......ccoooviiiiiiiiiiieiiie e n e e 58
PC Telephone Number ..........cccoooiiiiiiiii e 58

Magellan / Spectra SP 63



Personal ... 52
Personal Dialing NUMDbErs .........cccoooeiiiiiiiiiiiiiiiieeeeeee, 47
PGM e 53
PGM (Control Panel)
Activation EVent ............coeiiiiiiiiii e 53
Deactivation EVENt ...........ccoevviiiiiiiiiiiiiiiiieieeeeeeeee e, 53
PGM DEIAY ...ovvvuieiiiiiiiiiee et e eaaaaas 53
PGM Activation, User Code Option .........ccccceevviiieeeennnn 22
POWET . 3
Power Failure Report Delay ........cccccccooiiiiiiiiiiiiiieieneeenn, 51
Programmable Output Connections ...........cccccvvveeeeeennnnn. 11
Programmable Outputs ...........cccoviiiiiiiiiiiiee 53
Programming
Y =] g oo LRSS 15
Using @ Keypad .......cooviiiiiiiiiiiiiiiere e 15
Wireless FEatUures ............coeeeieieiiiiiieeeieiiee e e 32
PUISE ... 49
Pulse Ratio .....cc.eueieiiiiiiiie e 49
Q
QUICK AMING .o 41
R
ReE-armM e 23
Recent Close Delay ........coovviiiiiiiiiiiic e 50
Recent Closing Report Code ........cooiiieiiiiiiiiiiiiiiiieeees 45
Recycle Alarm ........coooiiiiiii e 43
Regular Arming Switches to Force Arming ...................... 39
Remote Arming Report Code ........ccceeeviiiiiiiiiiieeee 45
Remote Controls
L1111 o 33
Programming .......coeeeieiiieieiiieieii e e 33
Programming Remote Control Buttons ........................... 33
Remote Disarm Report Code ........cccceeeviviiiiciiiiiiieeeee. 45
Repetition ......ooovvviiee 51, 52
T 0] o S 51
Report Code, Special
Cold Start ....coeeeeieeeeiee e 46
Installer I ....coooeiie e 46
Installer QUL ........coeiiiiiicceeeeee e 46
TeSt REPOI ..o 46
Report Code, Special Alarm
Auto Zone Shutdown ...........ccevveiieeiiiiiiiee e, 45
Auxiliary Panic .......ooooiiiiiiiiiiii e 45
DUIESS uieiiieeeeeeeee e ettt e e e e e e e e e aaaaaaaees 45
Emergency PaniC ..........ccooevviiiiiiiiiiicicciee e 45
Fire PaniC ...ocoeeeeeeeeeeee e 45
Keypad LOCKOUL .......cooviiiiiiiiiiiiiiiiite e 45
Recent ClOSING ...oooeeeiiiiieieeeee e 45
Report Code, Special Arming
=Y (o (o T [o T 45
NO MOVEMENT ... 45
ONE-TOUCN AMING ..evvvvriririiiiieieeeieieeeeeeeeeeeeeeeeeeeeeeenannns 45
Partial Arming ......oooovviiiiiieeiieiee e 45
RemMOote Arming .......ccuvueereiiiiiiie e e eeaaae 45
Timed AUtO-AIMING ...cooiiieiee e 45
Report Code, Special Disarming
Cancel AULO-AMM oo 45
Remote DiSarm ..........uuceeieeieeiiiieeeeeeeiiee e e e e e 45

Report Code, System Trouble

64 Reference & Installation Manual

Y O =11 (VT =S 46

AUXIliary SUPPIY ..coeeeieeeieeeeeeceeeeeeee 46
Battery Failure .........ccoeeeeeeiiiiiieeeeeeeee e 46
Bell Output Disconnected ............cccoevvveeiieeieiiiiieeeeeeeennn. 46
Bell Output Overload ............coeueieuiiiiiiaiaieee e 46
Fail to Communicate ............ccceeiieieiiiiiiiieeeeeiee e e, 46
Fire LOOp Trouble .......cooiiiiiiiiiiiiiieeee e 46
Module Fault ...........cooiiiiiiiieere e 46
TIMEI LOSS wevvvvrrruuuiiaiiieieeeeeeeeeeeiereeeeeeeeeeeeenennnnan s 46
Wireless Low Battery ...........ccooovvveeiieiiiiiiieeieeicee e, 46
RepOrting ..o 51, 52
Reporting and Dialer settings .........ccccccevviiiieeiiiiiiieenenns 45
Reporting Formats ... 47
Reset, Hardware ............ouoeeiiiiiiieieeeeeee e 55
Restrict Arming
On Battery Fail .......oouuueeeiiiiiiieie e 39
On Tamper Trouble ..........ueieiiiirieieee e, 39, 40
RF Jamming Supervision ..........ccccccceeiiiiiiiiiiiiiiiieeeeeen. 33
RF SUPEIVISION .....coeeiiiiiiiiiccee e 29
RINGS e 58
S
SHENE ..o 44

Single Digit Data Entry Method (Decimal and Hexadecimal)
15

Single Zone INPULS ......ccceeeeiiiiiiieeeeee e 12
Software, Upload/Download ..........ccccceeeeeiiiiiiciiiineeeene. 15
Special Alarm Report Codes .......cccovveeevieveeeiiiiiicciiine 45
Special Arming Report Codes ........cvvvveeeiiiiiiiciiiieeeeeen. 45
Special Disarming Report Codes ...........cccooveevinivivieenennn. 45
Special Reporting Codes .......ccccvvviieieeiieeeiecececeeeee, 46
Specifications ......ccccvveeiiiiii e 2
Standard Pulse FOrmats .........cccccceviiiiieiiiiiiieee e, 48
SEAYD oo 23
SWILCH e 49
Switch to Stay Arming .........ooooeiiiiie 39
SYSIEM oo 51
MaStEr COUE .....cceeeeieiiieeeeeeeeeet e a e 21
SEHNGS ooiiiviiii e e 55
Trouble Report COdes ........cceevveeiiiiiiiiiiiiiiiie e 46
Trouble Restore Codes ........coocuueeeeueeeeieeeiiieeeeennnnns 45, 46
T
Tamper Bypass Options ..........coooovciiiiiiiiiieeee e 44
Tamper Recognition ...........ooooeiiiiiiiiiiiiiie e, 43
Telephone Line Connection ...........ccccovveeeeviiieeee e, 11
Telephone Line Monitoring (TLM) ......oveviviiieeeeiiiiiiiiis 51
Telephone Number, PC ..., 58
Telephone NUMDbEIS ........coovviiiiiiiiiiccee e, 47
Termination ... 42
Test Report
F N 1 (o0 T e 50
REPOM COUE ..ovvuniiiiiiiiee e 46
Timed AULO-AIMING ....ooiiiiiiiie e 40
REPOM COUE ..ovvvniiiiieiiee e 45
B L2 1= R 44, 50, 51
Timer Loss Report Code ......ooooiiiiiiiiieeeeee 46
TLM e e 51
Transformer Requirements ..o 3



Transmission OptioNS ..........cccoooeeiiiiiiiiiiieeeeee e 50

Trouble DiSplay ..........eceeiiiiaaiiiiiiiieeeee e 60
U
Upload/Download Software ...........ccccccevveeeveeeeecieeciie, 15
User Code Options
ArM ONIY oot 22
Bypass Programming ...........c.ceeeieeeeiiiiieeeeeeeiniieeeeeeennnnns 22
Partition 1 ASSIGNMeENt .........oooviiiiiiiiiiiiiiiiieie e, 21
Partition 2 ASSIGNMeENt ...........oovviviiiiiiiiiiiieieieeeeeeeeeeeeen, 22
PGM ACtivation .........couuiiiieiiiiiie e 22
Stay AMMING ...coeeieiiee e 22
User Operation ........cccccviiiiiiiiiieee e 60
W
WINAOW .o 23
Winload Software ... 15
Wireless Features ... 32
Wireless Keypad Assignment ...........ccccceeiviiiieniiniieeeeene 34
Wireless Keypad Live Display Mode ..........ccccccevviiiiennn. 35
Wireless Keypad Options ..........ccocoiiiiiiiiiiie 34, 35
Wireless Low Battery Report Code ........cccoovvivieieniiinenen. 46
Wireless Repeater Option ... 36
Wireless Repeater Programming .........ccccovviiieeiiiiiiieenen, 35
Wireless Serial Number Display .........ccccceeeiiiiieiininineenn. 33
Wireless Transmitters
Check-in Supervision Timer Settings .........cccoeeeeeeeeeeeee... 33
Programming ........cooeeiiiiiiiii e 32, 54
Viewing Signal Strength ... 32,34, 54
Z
Zone Definition Status ..o 28
Zone DefinitioNs .........coviviviieiiiiie e 24
Zone Input 1 Becomes a 2-wire Smoke Input .................. 30
Zone Options
Delay Before Alarm Report Code Transmission ............... 29
FOICE ZONES ...coevviiei et e 29
Zone Programming ....c.cooceeeeeoiiiiiieeeeiiiiee e 24
Zone Restore Report Options .........cccoviiiiiiiiiiiiiiee 51
Zone Shutdown, AULO .......ccooeiiiiiieieieeeeee e, 28
Z0NE TIMEIS it e e e e 30

Magellan / Spectra SP 65









The whole Paradox team wishes you a successful and easy installation. We hope this product performs to your complete satisfaction.
Should you have any questions or comments, please contact us.
For support, please contact your local distributor or contact Paradox at +1-450-491-7444
Monday to Friday, from 8:00 a.m. to 5:00 p.m. EST.

You may also e-mail us at support@paradox.com.
Additional information can be found on our website www.paradox.com/support
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Printed in Canada-11/2015 PARADOX.COM MGSP-EI15
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